PUBLIC MEETING NOTICE AND AGENDA
COMMITTEE OF THE WHOLE MEETING

FEBRUARY 8, 2022
7:30 P.M.

AGENDA
1. Call to Order
2. Pledge of Allegiance

3. Audience Participation
The public is invited to make an issue-oriented comment on any matter of public concern. The
public comment may be no longer than 3 minutes in duration.

4. Staff Presentations
A. Administration
1. Village Support Request from the People for Parks Foundation for the 2022 McHenry
County Century Ride
2. Village Support Request from the People for Parks Foundation for the 2022 Pub in the
Park Craft Brewfest

B. Finance
1. Informational Item concerning the Status of Strategic Plan — Goal: Improve the Financial
Health of all Village Funds

C. Police
1. Waive the Competitive Bidding Requirements and approve the Purchase of Nine Watch
Guard/Motorola Solutions 4RE In-Squad Video Systems, Licenses, Hardware and
Software Warranties
2. Waive the Competitive Bidding Requirements and approve the Purchase of Watch
Guard/Motorola Solutions V300 Body Cameras, Licenses, Hardware and Software
Warranties

5. Board of Trustees

Trustee Harlfinger

Trustee Huckins

Trustee Dustin

1. Planning and Zoning Commission Liaison Report
Trustee Bojarski

Trustee Murphy

Trustee Anderson

1. Parks and Recreation Board Liaison Report

mTmo Ow>»

6. Village President



7. Adjournment

MEETING LOCATION
Lake in the Hills Village Hall
600 Harvest Gate
Lake in the Hills, IL 60156

The Village of Lake in the Hills is subject to the requirements of the Americans with Disabilities Act of 1990.
Individuals with disabilities who plan to attend this meeting and who require certain accommodations so that
they can observe and/or participate in this meeting, or who have questions regarding the accessibility of the
meeting or the Village’s facilities, should contact the Village’s ADA Coordinator at (847) 960-7410 [TDD
(847) 658-4511] promptly to allow the Village to make reasonable accommodations for those persons.

Posted by: Date: Time:
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AGENDA ITEM NO: 4.A.1

REQUEST FOR BOARD ACTION

MEETING DATE: February 8, 2022
DEPARTMENT: Administration

SUBJECT: Village Support Request for the 2022 McHenry County Century Ride

EXECUTIVE SUMMARY

The People for Parks Foundation of Lake in the Hills, Inc., is committed to hosting two major fundraising
events in 2022 with the Village’s Parks and Recreation programs being the benefactor of their efforts. The
repeat events include the Second Annual McHenry County Century Ride and the Annual Pub in the Park
Craft Brew Fest. The proposed date for the 2022 Century Ride is May 29, 2022. Consistent with previous
annual requests, the Foundation is requesting to hold the Century Ride on a small portion of the parking
lot at Sunset Park. The Foundation requests the support of Village Public Works and exemptions from the
Village Code. Attached is a copy of the Foundation’s request for support.

The Club is requesting support and the waiver of various requirements for 2022:

e All Public Works staff regular hourly rates associated with the event (overtime is excluded)

e Equipment use charges

o Fees associated with the installation and dismantling of fencing, parking lot rope and water connection
e Deposit and rental fee for Sunset Park

e Liquor License fee

It is anticipated that members of the Foundation will be present at the Committee of the Whole meeting to
share a presentation as well as address any questions of the Village Board.

FINANCIAL IMPACT

The following is an estimate of the financial impact of the waivered support costs for the event:

e Public Works Department - approximately $3,800 in labor and equipment charges waived
e Value of the fees and permits waived would be $275

ATTACHMENTS

1. The People for Parks Foundation Request Letter

RECOMMENDED MOTION

Motion to approve Village support and waivers as described in the January 2022 letter from the People for
Parks Foundation of Lake in the Hills.
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People For Parks Foundation of Lake in the Hills, Inc.

January 2022

Village of Lake in the Hills
600 Harvest Gate
Lake in the Hills, IL 60156

Re: Village Support Request — People For Parks Foundation 2022 Fundraising Events
McHenry County Century Ride
Pub in the Park

Dear President Bogdanowski and Village Trustees;

The People for Parks Foundation of Lake in the Hills, Inc., is committed to hosting two major fundraising events in
2022 with the Village’s Parks and Recreation Department being the benefactor of our efforts. The repeat events
include the Second Annual McHenry County Century Ride and the Annual Pub in the Park Craft Brew Fest.

As in past years, our intention is to raise money to distribute solely through the Foundation to the Parks &

Recreation Department in Lake in the Hills. We hope to continue scholarships for program participants with
financial need and contribution to equipment and supplies for the Parks & Recreation Department.

McHenry County Century Ride (in partnership with True Blue Dogs Foundation) — Sunday May 29, 2022

We intend to utilize the parking lot on Miller Road (near the splash pad) as the start and ending location. While
still working on details, we are also asking for use of a small portion of the parking lot on Saturday, May 28th for
packet pick-up. Post ride, we may have a couple food trucks with a beer garden. Our intent is to serve beer in
cans. These items are still pending and we can update the board if we move forward with a small after event.

We will contact the Public Works Department to check the schedule for any affiliate group conflicts. Assuming no
conflicts, we would like this event to be included on the Village calendars to avoid scheduling events at Sunset
Park on that date.

We expect we will need the following support from the Village to conduct this event:

Fencing for the beer garden (should we move forward with the after event)

Waiver of liquor license fee (should we move forward with the after event)

Waiver of the deposit for Sunset Park

Waiver of the rental fee for Sunset Park

Waiver of any equipment use charges

Waiver of all the Public Works fees associated with the installation of fencing. The fencing can be installed on
Friday as to keep this time on ST hours (should we move forward with the after event)

Waiver of regular hourly fees associated with the event

Permission to place directional signs at select locations directing riders out of LITH

Pub in the Park — Saturday June 25, 2022

We intend to utilize the Sunset Park parking lot on Miller Road (in its entirety for parking and event). We are
asking for permission to utilize parking on one side of Miller Road for fest participants. The parking lot will be
utilized for event set-up, which will include a beer tent,

We will contact the Public Works Department to check the schedule for any affiliate group conflicts. Assuming no
conflicts, we would like this event to be included on the Village calendars to avoid scheduling events at Sunset
Park on that date.

We expect we will need the following support from the Village to conduct this event:

Fencing for the beer garden.
Waiver of liquor license fee
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Waiver of the deposit for Sunset Park

Waiver of the rental fee for Sunset Park

Waiver of any equipment use charges

Waiver of all the Public Works fees associated with the installation of fencing. The fencing can be installed on
Friday as to keep this time on ST hours.

Waiver of regular hourly fees associated with the event

Waiver of Police Department overtime fees with the event

Permission to place promotional signage within the village up to two weeks prior to event.

On behalf of the People for Parks Foundation, | thank you in advance for your support of these exciting events.
a @& B
En i Whshermar 7/'9« §<

Denise Wasserman Haugk

cc Fred Mullard
Shannon Andrews
Mary Frake
Tom Migatz
Kim Buscemi
Elizabeth Wakeman
Robert Huckins
Trudy Wakeman
Denise Wasserman Haugk
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AGENDA ITEM NO: 4.A.2

REQUEST FOR BOARD ACTION

MEETING DATE: February 8, 2022
DEPARTMENT: Administration

SUBJECT: Village Support Request for the 2022 Pub in the Park Craft Brewfest

EXECUTIVE SUMMARY

The People for Parks Foundation of Lake in the Hills, Inc., is committed to hosting two major fundraising
events in 2022 with the Village’s Parks and Recreation programs being the benefactor of their efforts. The
repeat events include the annual McHenry County Century Ride and the Annual Pub in the Park Craft
Brew Fest. The proposed date for the 2022 Pub in the Park event is June 25, 2022. Consistent with previous
annual requests, the Foundation is requesting to hold the Pub in the Park using the entire parking lot at
Sunset Park, for the event and parking, and one side of Miller Road along Sunset Park, for additional
parking. The Foundation requests the support of Village Public Works and exemptions from the Village
Code. Attached is a copy of the Foundation’s request for support.

The Club is requesting support and the waiver of various requirements for 2022:

e All Police Department overtime associated with the event

e All Public Works staff regular hourly rates associated with the event (overtime is excluded)

e Equipment use charges

o Fees associated with the installation and dismantling of fencing, parking lot rope and water connection

e Deposit and rental fee for Sunset Park

e Liquor License fee

e Sign regulations to allow for temporary signs, within the Village boundaries, advertising the event
from late June through July 12, 2022 at the following intersections

It is anticipated that members of the Foundation will be present at the Committee of the Whole meeting to
share a presentation as well as address any questions of the Village Board.

FINANCIAL IMPACT

The following is an estimate of the financial impact of the waivered support costs for the event:

e Police Department - $2,870 of overtime charges waived
e Public Works Department - approximately $3,800 in labor and equipment charges waived
e Value of the fees and permits waived would be $275

ATTACHMENTS

1. The People for Parks Foundation Request Letter
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RECOMMENDED MOTION

Motion to approve Village support and waivers as described in the January 2022 letter from the People for
Parks Foundation of Lake in the Hills.



Return to Agenda

People For Parks Foundation of Lake in the Hills, Inc.

January 2022

Village of Lake in the Hills
600 Harvest Gate
Lake in the Hills, IL 60156

Re: Village Support Request — People For Parks Foundation 2022 Fundraising Events
McHenry County Century Ride
Pub in the Park

Dear President Bogdanowski and Village Trustees;

The People for Parks Foundation of Lake in the Hills, Inc., is committed to hosting two major fundraising events in
2022 with the Village’s Parks and Recreation Department being the benefactor of our efforts. The repeat events
include the Second Annual McHenry County Century Ride and the Annual Pub in the Park Craft Brew Fest.

As in past years, our intention is to raise money to distribute solely through the Foundation to the Parks &

Recreation Department in Lake in the Hills. We hope to continue scholarships for program participants with
financial need and contribution to equipment and supplies for the Parks & Recreation Department.

McHenry County Century Ride (in partnership with True Blue Dogs Foundation) — Sunday May 29, 2022

We intend to utilize the parking lot on Miller Road (near the splash pad) as the start and ending location. While
still working on details, we are also asking for use of a small portion of the parking lot on Saturday, May 28th for
packet pick-up. Post ride, we may have a couple food trucks with a beer garden. Our intent is to serve beer in
cans. These items are still pending and we can update the board if we move forward with a small after event.

We will contact the Public Works Department to check the schedule for any affiliate group conflicts. Assuming no
conflicts, we would like this event to be included on the Village calendars to avoid scheduling events at Sunset
Park on that date.

We expect we will need the following support from the Village to conduct this event:

Fencing for the beer garden (should we move forward with the after event)

Waiver of liquor license fee (should we move forward with the after event)

Waiver of the deposit for Sunset Park

Waiver of the rental fee for Sunset Park

Waiver of any equipment use charges

Waiver of all the Public Works fees associated with the installation of fencing. The fencing can be installed on
Friday as to keep this time on ST hours (should we move forward with the after event)

Waiver of regular hourly fees associated with the event

Permission to place directional signs at select locations directing riders out of LITH

Pub in the Park — Saturday June 25, 2022

We intend to utilize the Sunset Park parking lot on Miller Road (in its entirety for parking and event). We are
asking for permission to utilize parking on one side of Miller Road for fest participants. The parking lot will be
utilized for event set-up, which will include a beer tent,

We will contact the Public Works Department to check the schedule for any affiliate group conflicts. Assuming no
conflicts, we would like this event to be included on the Village calendars to avoid scheduling events at Sunset
Park on that date.

We expect we will need the following support from the Village to conduct this event:

Fencing for the beer garden.
Waiver of liquor license fee
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Waiver of the deposit for Sunset Park

Waiver of the rental fee for Sunset Park

Waiver of any equipment use charges

Waiver of all the Public Works fees associated with the installation of fencing. The fencing can be installed on
Friday as to keep this time on ST hours.

Waiver of regular hourly fees associated with the event

Waiver of Police Department overtime fees with the event

Permission to place promotional signage within the village up to two weeks prior to event.

On behalf of the People for Parks Foundation, | thank you in advance for your support of these exciting events.
a @& B
En i Whshermar 7/'9« §<

Denise Wasserman Haugk

cc Fred Mullard
Shannon Andrews
Mary Frake
Tom Migatz
Kim Buscemi
Elizabeth Wakeman
Robert Huckins
Trudy Wakeman
Denise Wasserman Haugk
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AGENDA ITEM NO: 4.B.1

INFORMATIONAL MEMORANDUM

MEETING DATE: February 8, 2022
DEPARTMENT: Finance

SUBJECT: Status of Strategic Plan - Goal: Improve the Financial Health of All Village Funds

EXECUTIVE SUMMARY

In July 2021, the Village Board adopted Strategic Plan Goals and Objectives. A total of five goals were
adopted along with supporting objectives for each goal. Staff then prepared initiatives to achieve each
objective which were presented to the Village Board in October. The time frames anticipated for achieving
each objective range from March 2022 through July 2023, with some recurring on an annual basis.

The information below is intended to provide the Board with an update on what staff is working on to
achieve the goal “Improve the financial health of all Village funds”. This goal has two objectives, which
are listed below, along with updates on their initiatives:

1. Implement revenue growth without increasing property taxes for the average property owner.

a. Annually update and distribute all prepared marketing materials, conceptual plans, and
feasibility assessments to area brokers and property owners to generate development interest
and assist with broker marketing and business planning efforts.

e Currently being distributed to brokers/owners as needed.

b. List and update quarterly relevant larger available sites and buildings in relevant property
databases and work with property brokers and owners.
¢ Continually updating Village website listing service to add new properties.

c. Update the Economic Development pages of the Village website monthly to provide current
demographic data, promote Village assets, illustrate prepared concept plans and feasibility
assessment for developable property, and provide enhanced property listings and market
research capabilities to website users.

¢ Recently completed with brand new webpages.

d. Annually review and implement a strategy of value based recreational programming that
meets participants’ personal and social values.
e The development of this strategy of value based programming was covered at the last
meeting and the annual review will take place later this year.

e. Annually identify fundraising opportunities during recreation events and increase
sponsorships to support recreational programming.
e Senior housing organizations have been identified as a source of sponsorships.
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e Staff has also met with several local organizations that have committed to securing in-
kind donations for senior drop-in programs and for prizes for family events.

¢ Arelationship has been developed with the Girl Scouts who have committed to in-kind
donations as well as volunteers for events.

¢ Relationships have been re-established with the new staff at the Algonquin Area Public
Library. Plans for shared costs and marketing are being discussed as well as use of the
library’s Makers Space room for senior outings.

e DG Disc Store donated awards for the LITH Ice Bowl Disc Golf Tournament in January.

f. Identify potential grant opportunities to support the five-year capital program to ensure
efficient expenditure of funds by March 2022.
e Public Works is pursuing several grants intended to fund capital improvements
throughout the Village including;:

» A grant from ComEd in the amount of $60,736 to upgrade the lighting at Plote Field.
Through this opportunity, ComEd will cover all but $18,264 of the $79,000 cost to
replace existing lights with LED fixtures. The new fixtures are covered under a 25-
year warranty and will eliminate annual bulb replacement saving the Village an
additional $2,000-$4,000 annually.

> An opportunity for a $30,000 grant for fitness equipment with an additional $20,000
possible following that. Staff is looking into in-house costs as part of the grant
criteria pertaining to installation of the equipment once awarded and associated
concrete work.

» The Reach 11 Woods Creek streambank restoration project is underway and grant
preparation of Reach 12 of the Woods Creek streambank restoration program is
progressing with an unknown grant amount and award date as of today.

> Staff and the Village’s transportation engineering firm are working on STP grants
for Frank Road, Pingree Road, and Crystal Lake Road. Grant amounts are not
available yet as submittal and award are pending.

> Anticipated airport grant revenue includes $295,000 per year from FY22 to FY26 for
a total of $1,475,000 from the Bipartisan Infrastructure Law (BIL). Benefits from BIL
are exclusive to airport infrastructure and possibly equipment projects. There is no
established award date at this time. BIL also contains $5 billion in terminal funding
for improvement of airport terminal buildings/ projects that staff plans to apply for
once the application process is established.

g. Perform a review of the Village’s recreational program offerings and develop target rates of
return by November 2022.

e Margins and cost recovery for programs and events are developed each year
and are closely monitored by staff.

e Program and event statistics are analyzed each quarter by the Recreation
Division.

e Statistics include participation numbers, net revenue, margins, cost recovery,
and overall satisfaction.

e In preparation for the next fiscal year budget, recreation staff will review these
statistics, compare results to budget, investigate competition in the area, and
then determine margins and cost recovery targets for each program area for the
next fiscal year.
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Other revenue enhancement initiatives undertaken include:

o Capturing new construction EAV growth with the 2021 levy process (+$33,163 annually).

o Increasing interest income by reallocating invested funds to higher yielding investments
(variable +/- $20,000 annually).

o Converting the credit card program to a rewards points program (+$2,000 annually).

o Becoming IDOT certified as having an airport related purpose for aviation fuel sales tax
revenue sharing purposes (+$28,000 annually)

o Researching FEMA grant for COVID-19 response cost reimbursement (to be determined).

2. Review current expenses to ensure the efficiency of spending.

a. Review fee and fine values to ensure they are appropriate and provide reasonable rate of return
based on costs to provide the service by July 2023.
e Community Development assigning estimated average staff time and hourly cost to
each permit type. Costs will be compared to average revenues/fees generated by
permit type. Current revenues/fees will be compared to surrounding communities.

b. Research the features and use of existing software and technology assets to creatively optimize
for cross-departmental integration or discontinuation by September 2022.

¢ Community Development is compiling a spreadsheet of tasks needed to complete each
permit type in order to understand ideal workflow. Ideal workflow will be used when
soliciting a new permitting software vendor and for new software training and
implementation.

e Training was provided for all departments on New World ERP, the Village’s financial
software system, to gain a better understanding of the system, become more efficient in
using the system, and identifying under-utilized features.

e Village-wide training has been scheduled on Laserfiche Forms, a web application that
allows us to collect, process, and route information.

Other expense review initiatives undertaken include:

o Researching a new process to pay vendors via a third party service. Hard cost savings of
checks, envelopes, toner, and postage would exceed $2,000 annually plus over ten hours of
labor would be freed up monthly for more productive work.

o Closing inactive bank accounts previously used for settling credit card transactions will
save approximately $240 annually.

o Exploring a new electronic payment portal that would streamline and modernize the credit
card and ach payment options for customers is expected to reduce the number of
delinquent water bill customers and increase electronic payment and paperless invoicing
volumes over time such that the service would pay for itself in 2-3 years.

FINANCIAL IMPACT

None.

ATTACHMENTS

None

SUGGESTED DIRECTION

None.
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AGENDA ITEM NO: 4.C.1

REQUEST FOR BOARD ACTION

MEETING DATE: February 8, 2022
DEPARTMENT: Police

SUBJECT: Waive the Competitive Bidding Requirements and Approve the Purchase of Nine
Watch Guard/Motorola Solutions 4RE In-Squad Video Systems, Licenses,
Hardware and Software Warranties

EXECUTIVE SUMMARY

The Police Department has experienced recurring technical issues with the current in-squad Pro-Vision
camera system that includes the loss of video files and audio issues. Our IT department has worked with
the vendor to fix the problems, but the issues continue. The recommendation of the Village’s IT consultant,
Advanced Business Networks (ABN), was to implement the Watch Guard (now Motorola Solutions) video
system for squad cameras. ABN has implemented the Watch Guard system in other police departments
and has extensive knowledge of the system. Based on this recommendation, the department purchased
four Watch Guard/Motorola Solutions 4RE in-squad video systems in October, 2020, with installation
completed in 2021. To date, there have been no significant technical issues with the Watch
Guard/Motorola Solutions 4RE systems.

The department still has nine Pro-Vision in-squad camera systems which continue to present operational
issues involving functionality and uploading of video from police squad to computer server. These
persistent issues have resulted in increased cost for IT services. As an example, from October 2020 to
March 2021, ABN invoiced the Village $43,000 for IT service. A majority of the cost was the result of service
conducted on the Pro-Vision camera system.

The agreement with Watch Guard/Motorola Solutions was established upon the Village Board approved
purchase of twenty V300 Body Worn Cameras and in-squad camera infrastructure the Village Board
approved on May 27, 2021. No additional signed agreements are required per Motorola Solutions. Terms
for the warranties of the nine 4RE in-squad camera systems commence upon equipment delivery, which
run for five years.

FINANCIAL IMPACT

Cost includes the purchase of the nine Watch Guard 4RE cameras and hardware equipment for $47,682.00;
$9,675.00 for Watch Guard 4RE hardware and software maintenance warranties valid for a period of five
years; and $1755.00 for license fees. Total purchase price including all hardware, software and license fees
is $59,112.00. The additional funds in the Capital Improvement Fund for this project, $7,538, will be for
vendor installation of the camera systems.
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ATTACHMENTS

1. Watch Guard/Motorola Solutions 4RE In-Squad Camera Quote with Equipment Brochure
2. Original Master Agreement
3. Watch Guard Sole Source Letter

RECOMMENDED MOTION

Motion to waive the competitive bidding process and approve the purchase of nine Watch
Guard/Motorola Solutions 4RE In-Squad Camera Systems at a cost not to exceed $59,112.00.
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0 MOTOROLA SOLUTIONS

Quote For:

Lake In The Hills Police Department
Attn: Pat Boulden

Reference:
4re

Quote By:

WatchGuard Video / Motorola Solutions
Ronn Solis

Date: 01-14-22

Serving Law Enforcement with the Most Compelling, Quality Video Products



MOTOROLA SOLUTIONS
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Motorola Solutions is a global leader in mission-critical communications. Our technology platforms in communications,
command center software, video security & analytics, and managed & support services make cities safer and help

communities and businesses thrive.

We have a rich history of firsts, including pioneering mabile communications in the 1930s, making equipment that carried

the first words from the moon in 1969 and developing the first commercial handheld cellular phone in 1983.

Today, our global employees are committed to designing and delivering the solutions our customers refer to as their lifeline.

At Motorola Solutions, we are ushering in a new era in public safety and security.

TECHNOLOGY PLATFORMS
anl CO O:
\_o_J
E 583 8
MISSION-CRITICAL  COMMAND CENTER VIDEO SECURITY & MANAGED &
COMMUNICATIONS SOFTWARE ANALYTICS SUPPORT SERVICES
AWARDS
CHAIRMAN & CEO
The Wall Street Journal Management Top 250, Grea B
No. 92, November 2019 eg brown
HEADQUARTERS

WayUp Top 100 Internship Programs, August 2019
500 W. Monroe

Fortune World's Most Admired Companies, Chicago IL USA

No. 3 in Networks and Other Communications
Equipment, January 2019

Forbes World's Best Employers, October 2018 MEDIA CONTACT

Brittany Kelly | 224-246-3914
brittnay.kelly@motorolasolutions.com

Dow Jones Sustainability North American Index,
September 2018

0 MOTOROLA SOLUTIONS

Motarala Solutions, Inc. 500 West Monroe Street, Chicago, Il 60661 U.S.A. motorolasolutions.com

BY THE NUMBERS

$7.3 BILLION

in annual sales (2018)

$637 MILLION
in R&D spending (2018)

$3.3 BILLION

in acquisitions spending since 2016

17,000+ EMPLOYEES

in 60 countries

100,000+ CUSTOMERS

in over 100 countries

6,900+ PATENTS
granted and pending

13,000 NETWORKS

across the globe

MOTOROLA, MOTO, MOTOROLA SOLUTIONS and the Stylized M Logo are trademarks or registered trademarks of Motorola Trademark Holdings, LLC and are used under

license. All other trademarks are the property of their respective owners. © 2019 Motorola Solutions, Inc. Al rights reserved. 12-2019

Page 1 of 8
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WatchGuard Video

415 E. Exchange

Allen, TX 75002

(P) 800-605-6734 (F) 212-383-9661

@ MOTOROLA SOLUTIONS

Prepared For:

Lake In The Hills Police Department - Attention: Pat Boulden QUOTATION - 22T-0488-02

4re
DATE: 01-14-22

PROJECT QUOTATION

We at WatchGuard Video are pleased to quote the following systems for the above referenced project:

Deliverables / Materials / Services Qty Sell Price Amount

4RE Standard DVR with HD Panoramic Front Camera, Cabin Camera 9 $4,995.00 $44,955.00
IV-4RE-SH-PX-10

4RE Standard DVR Camera System

HD Panoramic Front Camera

Touch Screen Display

Integrated 200GB automotive grade hard drive
32GB USB removable thumb drive

Rear facing cabin camera

Internal GPS

1 Yr Hardware Warranty

Cabling and your choice of mounting bracket.
4RE Firmware

Record-After-the-Fact® (RATF) technology
Multiple Resolution Encoding

H.264 High Profile Video Compression

Hi-Fi Microphone Non-Mutable Kit 1v.2, Universal and All-in-One Mounting 9 $0.00 $0.00
Brackets

IV-ACK-AU-HF-N-

Hi-Fi Microphone Non-Mutable Kit 1v.2

Transmitter, Cradle, Belt clip, Pivot clip, 3' + 12" antenna

Cable Assembly, DVR to Hi-Fi MIC, 180"

Universal and All-in-One Mounting Brackets

Bracket Kit, 4R DVR, Universal 9 $0.00 $0.00

WGP01443-001-KIT

Page 2 of 8



Return to Agenda

Warranty, 4RE, In-Car, 1st Year (Months 1-12) $0.00 $0.00
WGWO00124

Warranty, 4RE, In-Car, 2nd Year (Months 13-24) $100.00 $900.00
WGWO00125

Warranty, 4RE, In-Car, 3rd Year (Months 25-36) $200.00 $1,800.00
WGWO00126

Warranty, 4RE, In-Car, 4th Year (Months 37-48) $325.00 $2,925.00
WGWO00127

Warranty, 4RE, In-Car, 5th Year (Months 49-60) $450.00 $4,050.00
WGWO00128

Evidence Library 5, In Car Video System Annual Device License & Support Fee $195.00 $1,755.00
WGP02400-510

Required for on-premise deployment

V300 WiFi In-car Radio Base Bundle, includes Radio Base and Smart PoE $303.00 $2,727.00

Switch.

IV-ACK-BD-V3---

V300 WiFi In-car Radio Base Bundle
WiFi Charging Radio Base

Smart PoE Switch

Cables and Brackets

Total Price $59,112.00

Notes:

1. This Quote is valid for 90 days from the Quote Date. Pricing may change thereafter.

Any sales transaction resulting from this Quote is based on and subject to the applicable Motorola's Standard Terms and
Conditions, notwithstanding terms and conditions on purchase orders or other Customer ordering documents.

3. Motorola's Standard Terms and Conditions are found at www.motorolasolutions.com/product-terms.

4. Payment Terms: Equipment-Net 30 days upon shipment; Installation-Net 30 days upon completion; Services and

Subscription Agreements-Net 30 days from receipt of Order.

Page 3 of 8
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5. The pricing in this Quote does not include any applicable taxes (e.g. sales/use tax).
6. UNLESS OTHERWISE NOTED IN THIS QUOTE / ORDER, INSTALLATION OF EQUIPMENT IS NOT INCLUDED

Quoted by: Ronn Solis - 469-543-9232 - ronn.solis@motorolasolutions.com

Page 4 of 8
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WATCHGUARD 4RE®
HD PANORAMIC IN-CAR VIDEQ SYSTEM

Simple controls, HD cameras, wireless uploads and full integration with body-worn cameras have made the

WatchGuard 4RE the world leader for in-car video policing.
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SPECIFICATIONS SHEET | WATCHGUARD 4RE IN-CAR VIDEQ SYSTEM @ MOTOROLA SOLUTIONS
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KEY FEATURES

INTUITIVE CONTROL — Icon-driven user
interface and direct access keys make
operation quick and simple.

FULLY INTEGRATED WITH BODY
CAMERA - The WatchGuard 4RE In-Car
system and one or more body-worn cameras
can work seamlessly, capturing synchronized
vide of an event from multiple vantage
points.

UPLOAD ANYWHERE, ANYTIME -
Recorded events are uploaded wirelessly
via cellular network from vehicle

to evidence storage with no officer
involvement.

SMART, EVENT-BASED RESOLUTION
RECORDING — Record simultaneously in
HD and SD and automatically save using a

resolution configured to the event category.

FULL PANORAMIC HD COVERAGE - See
everything in front of the patrol car with
the stunning video quality of a rotatable HD
camera and an HD panoramic camera, all in
one compact, rugged housing.

NEVER MISS AN INCIDENT — RECORD
AFTER THE FACT provides the power to
go back in time and capture important
evidence days after it happened, even
when record wasn't pressed.

Dual Drive Architecture — Video is
continuously recorded to the internal Solid
State Hard Drive (SSHD) and all active
recordings are written to both the internal
hard drive and the removable USB Flash
Drive, providing event transfer options and
backup.

=

Full Coverage, Full Detail Zero Impact On Line Of Sight Infrared lllumination Added Viewing
Panoramic X2 Camera Zero Sightline (Zsl) Camera Hd Mini Zoom Camera Infrared Cabin Camera Side Or Rear-Facing Camera

Hard Drive Storage Capacity
200GB

Certified to Military Specification
MIL STD 810-G

Operation Conditions
-40° Fto 185° F

Integrated and GPS for Speed and Location
YES

Integrated Crash Detection
YES

Hours of Recording
Up to 80 hours

motorolasolutions.com/in-car

0 MOTOROLA SOLUTIONS
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Holdings, LLC and are used under license. All other trademarks are the property of their respective owners. © 2020 Motorola Solutions, Inc.
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WATCHGUARD V300
CONTINUOUS-OPERATION BODY CAMERA

The WatchGuard V300 continuous-operation body camera with detachable battery, wireless uploading and
expansive storage addresses law enforcement’s need for cameras to operate beyond a 12-hour shift.

DATA SHEET | WATCHGUARD V300 BODY CAMERA

m MOTOROLA SOLUTIONS
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KEY FEATURES

DETACHABLE BATTERY - Easily change
the WatchGuard V300's rechargeable
battery while on the go. Keep an extra
battery at the ready for unexpectedly long
shifts, extra shifts or part-time jobs where
a body camera is required.

AUTOMATIC WIRELESS UPLOADING
— Send critical video back to headquarters
while still in the field. When docked in
the vehicle, the V300 uploads to evidence
management systems via wireless
networks like LTE and FirstNet, anytime,
anywhere.

INTEGRATED WITH IN-CAR SYSTEM
— One or more V300 cameras and a
WatchGuard 4RE® in-car system can work
seamlessly as a single system, capturing
synchronized video of an incident from
multiple vantage points.

SPECIFICATIONS

Dimensions

26x1.1x3.6in(65x29x91 mm)
WxDxH

Return to Agenda

NATURAL FIELD OF VIEW — Eliminate
the fisheye effect from wide-angle lenses
that warps video footage. Our distortion
correction technology provides a clear and
complete evidence review process.

ABSOLUTE ENCRYPTION - Elevate your
data security with encryption at rest and in
transit technology. V300 guards your data
and your reputation.

RECORD-AFTER-THE-FACT — Go back

in time and capture video from events

days after they happened, even when a
recording wasn't automatically triggered or
initiated by the officer. Don't rely on mere
seconds of pre-event buffering to prove
your case.

Microphones
Dual

Weight
6.8 0z (193 g)

Vertical Field of View
Electronic Turret +15° /- 20°

Storage
128 GB

Field of View
130°

IP Rating
IP 67

Encryption

At rest and in transit

Resolution
1080p, 720p and 480p

www.motorolasolutions.com/v300

0 MOTOROLA SOLUTIONS
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Holdings, LLC and are used under license. All other trademarks are the property of their respective owners. © 2020 Motorola Solutions, Inc.

All rights reserved. 06-2020

Page 8 of 8




Return to Agenda

Master Customer Agreement

This Master Customer Agreement (the “MCA") is entered into between WatchGuard Video, Inc.,
with offices at 415 E. Exchange Parkway, Allen, TX 75002 ("WatchGuard”) and the entity set
forth in the signature block below (“Customer”). WatchGuard and Customer will each be
referred to herein as a “Party” and collectively as the “Parties”. This Agreement (as defined
below) is effective as of the date of the last signature (the “Effective Date").

1. Agreement.

1.1. Scope:; Agreement Documents. This MCA govemns Customer’s purchase of Products (as
defined below) and Services (as defined below) from WatchGuard. Additional terms and
conditions applicable to specific Products and Services are set forth in one or more addenda
attached to this MCA (each an “Addendum”, and collectively the “Addenda”). In addition, the
Parties may agree upon solution descriptions, equipment lists, statements of work, schedules,
technical specifications, and other ordering documents setting forth the Products and Services
to be purchased by Customer and provided by WatchGuard and additional rights and
obligations of the Parties (the “Ordering Documents”). To the extent required by applicable
procurement law, a proposal submitted by WatchGuard in response to a competitive
procurement process will be included within the meaning of the term Ordering Documents. This
MCA, the Addenda, and any Ordering Documents coliectively form the Parties’ “Agreement”.

1.2. Order of Precedence. Each Addendum will control with respect to conflicting terms in the
MCA, but only as applicable to the Products and Services described in such Addendum. Each
Ordering Document will control with respect to conflicting terms in the MCA or any Addenda, but
only as applicable to the Products and Services described on such Ordering Document.

2. Products and Services.

21. Products. WatchGuard will (a) sell hardware provided by WatchGuard (“Equipment”),
(b) license software which is either preinstalled on Equipment or installed on Customer-Provided
Equipment (as defined below) and licensed to Customer by WatchGuard for a perpetual or other
defined license term (“Licensed Software”), and (c) license cloud-based software as a service
products and other software which is either preinstalled on Equipment or installed on Customer-
Provided Equipment, but licensed to Customer by WatchGuard on a subscription basis
(“Subscription Software”) to Customer, to the extent each is set forth in an Ordering
Document, for Customer's own use in accordance with this Agreement. The Equipment,
Licensed Software, and Subscription Software shall collectively be referred to herein as
“Products”, or individually as a “Product”. At any time during the Term (as defined below),
WatchGuard may substitute any Products at no cost to Customer, if the substitute is
substantially similar to the Products set forth in the applicable Ordering Documents.

2.2. Services.

2.2.1. WatchGuard will provide services related to purchased Products (“Services”), to
the extent set forth in an Ordering Document.

2.2.2. Integration Services: Maintenance and Support Services. If specified in an
Ordering Document, WatchGuard will provide, for the term of such Ordering
Document, (a) design, deployment, and integration Services in order to design,
install, set up, configure, and/or integrate the applicable Products at the
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applicable locations (“Sites”), agreed upon by the Parties (“Integration
Services”), or (b) break/fix maintenance, technical support, or other Services
(such as software integration Services) (‘Maintenance and Support Services”),
each as further described in the applicable statement of work. Maintenance and
Support Services and Integration Services will each be considered “Services”, as
defined above.

2.2.3. Service Ordering Documents. The Fees for Services will be set forth in an
Ordering Document and any applicable project schedules. A Customer point of
contact will be set forth in the applicable statement of work for the Services. For
purposes of clarity, each statement of work will be incorporated into, and form an
integral part of, the Agreement.

2.2.4. Service Completion. Unless otherwise specified in the applicable Ordering
Document, Services described in an Ordering Document will be deemed
complete upon WatchGuard's performance of all Services listed in such Ordering
Document (“Service Completion Date”); provided, however, that Maintenance
and Support Services may be offered on an ongoing basis during a given
Ordering Document term, in which case such Maintenance and Support Services
will conclude upon the expiration or termination of such Ordering Document.

2.3. Non-Preclusion. If, in connection with the Products and Services provided under this
Agreement, WatchGuard makes recommendations, including a recommendation to purchase
other products or services, nothing in this Agreement precludes WatchGuard from participating
in a future competitive bidding process or otherwise offering or selling the recommended
products or other services to Customer. Customer represents that this paragraph does not
violate its procurement standards or other laws, regulations, or policies.

24. Customer Obligations. Customer will ensure that information Customer provides to
WatchGuard in connection with receipt of Products and Services are accurate and complete in
all material respects. Customer will make timely decisions and obtain any required management
approvals that are reasonably necessary for WatchGuard to provide the Products and Services
and perform its other duties under this Agreement. Unless the applicable Ordering Document
states otherwise, WatchGuard may rely upon and is not required to evaluate, confirm, reject,
modify, or provide advice concerning any assumptions or Customer information, decisions, or
approvals described in this Section. If any assumptions in the Ordering Documents or
information provided by Customer prove to be incorrect, or if Customer fails to perform any of its
obligations under this Agreement, WatchGuard's ability to perform its obligations may be
impacted and changes to the Agreement, including the scope, Fees, and performance schedule
may be required.

2.5. Documentation. Products and Services may be delivered with documentation for the
Equipment, software Products, or data that specifies technical and performance features,
capabilities, users, or operation, including training manuals, and other deliverables, such as
reports, specifications, designs, plans, drawings, analytics, or other information (collectively,
‘Documentation”). Documentation is and will be owned by WatchGuard, and unless otherwise
expressly agreed in an Addendum or Ordering Document that certain Documentation will be
owned by Customer. WatchGuard hereby grants Customer a limited, royalty-free, worldwide,
non-exclusive license to use the Documentation solely for its internal business purposes in
connection with the Products and Services.
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2.6. WatchGuard Tools and Egquipment. As part of delivering the Products and Services,
WatchGuard may provide certain tools, equipment, models, and other materials of its own. Such
tools and equipment will remain the sole property of WatchGuard. unless they are to be
purchased by Customer as Products and are explicitly listed on an Ordering Document. The
tools and equipment may be held by Customer for WatchGuard's use without charge and may
be removed from Customer's premises by WatchGuard at any time without restriction.
Customer will safeguard all tools and equipment while in Customer’s custody or control, and be
liable for any loss or damage. Upon the expiration or earlier termination of this Agreement,
Customer, at its expense, will return to WatchGuard all tools and equipment in its possession or

control.

2.7. Authorized Users. Customer will ensure its employees and Authorized Users comply
with the terms of this Agreement and will be liable for all acts and omissions of its employees
and Authorized Users. Customer is responsible for the secure management of Authorized
Users’ names, passwords and login credentials for access to Products and Services.
“Authorized Users” are Customer's employees, full-time contractors engaged for the purpose
of supporting the Products and Services that are not competitors of WatchGuard, and the
entities (if any) specified in an Ordering Document or otherwise approved by WatchGuard in
writing (email from an authorized WatchGuard signatory accepted), which may include affiliates
or other Customer agencies.

2.8. Export Control. Customer, its employees, and any other Authorized Users will not
access or use the Products and Services in any jurisdiction in which the provision of such
Products and Services is prohibited under applicable laws or regulations (a “Prohibited
Jurisdiction”), and Customer will not provide access to the Products and Services to any
government, entity, or individual located in a Prohibited Jurisdiction. Customer represents and
warrants that (a) it and its Authorized Users are not named on any U.S. government list of
persons prohibited from receiving U.S. exports, or transacting with any U.S. person; (b) it and its
Authorized Users are not a national of, or a company registered in, any Prohibited Jurisdiction;
(c) Customer will not permit its Authorized Users to access or use the Products or Services in
violation of any U.S. or other applicable export embargoes, prohibitions or restrictions; and (d)
Customer and its Authorized Users will comply with all applicable laws regarding the
transmission of technical data exported from the U.S. and the country in which Customer, its
employees, and the Authorized Users are located.

2.9. Change Orders. Unless a different change control process is agreed upon in writing by
the Parties, a Party may request changes to an Addendum or an Ordering Document by
submitting a change order to the other Party (each, a “Change Order”). If a requested change
in a Change Order causes an increase or decrease in the Products or Services, the Parties by
means of the Change Order will make appropriate adjustments to the Fees, project schedule, or
other matters. Change Orders are effective and binding on the Parties only upon execution of
the Change Order by an authorized representative of both Parties.

3. Term and Termination.

3.1. Temm. The term of this MCA (“Term") will commence on the Effective Date and continue
until six (6) months after the later of (a) the termination, expiration, or discontinuance of services
under the last Ordering Document in effect, or (b) the expiration of all applicable warranty
periods, unless the MCA is earlier terminated as set forth herein. The applicable Addendum or
Ordering Document will set forth the term for the Products and Services governed thereby.
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3.2, Termination. Either Party may terminate the Agreement or the applicable Addendum or
Ordering Document if the other Party breaches a material obligation under the Agreement and
does not cure such breach within thirty (30) days after receipt of notice of the breach or fails to
produce a cure plan within such period of time. Each Addendum and Ordering Document may
be separately terminable as set forth therein.

3.3. Suspension of Services. WatchGuard may terminate or suspend any Products or
Services under an Ordering Document if WatchGuard determines: (a) the related Product
license has expired or has terminated for any reason; (b) the applicable Product is being used
on a hardware platform, operating system, or version not approved by WatchGuard; (c)
Customer fails to make any payments when due; or (d) Customer fails to comply with any of its
other obligations or otherwise delays WatchGuard's ability to perform.

3.4. Effect of Termination or Expiration. Upon termination for any reason or expiration of this
Agreement, an Addendum, or an Ordering Document, Customer and the Authorized Users will
return or destroy (at WatchGuard's option) all WatchGuard Materials and WatchGuard
Confidential Information in their possession or control and, as applicable, provide proof of such
destruction, except that Equipment purchased by Customer should not be returned. If Customer
has any outstanding payment obligations under this Agreement, WatchGuard may accelerate
and declare all such obligations of Customer immediately due and payable by Customer.
Notwithstanding the reason for termination or expiration, Customer must pay WatchGuard for
Products and Services already delivered. Customer has a duty to mitigate any damages under
this Agreement, including in the event of default by WatchGuard and Customer's termination of

this Agreement.
4. Payment and Invoicing.

4.1. Fees. Fees and charges applicable to the Products and Services (the "Fees”) will be as
set forth in the applicable Addendum or Ordering Document, and such Fees may be changed by
WatchGuard at any time, except that WatchGuard will not change the Fees for Products and
Services purchased by Customer during the term of an active Ordering Document or during a
Subscription Term (as defined and further described in the applicable Addendum). Changes in
the scope of Services described in an Ordering Document may require an adjustment to the
Fees due under such Ordering Document. If a specific invoicing or payment schedule is set
forth in the applicable Addendum or Ordering Document, such schedule will apply solely with
respect to such Addendum or Ordering Document. Unless otherwise specified in the applicable
Ordering Document, the Fees for any Services exclude expenses associated with unusual and
costly Site access requirements (e.g., if Site access requires a helicopter or other equipment),
and Customer will reimburse WatchGuard for these or other expenses incurred by WatchGuard
in connection with the Services.

4.2. Taxes. The Fees do not include any excise, sales, lease, use, property, or other taxes,
assessments, duties, or regulatory charges or contribution requirements (collectively, “Taxes”),
all of which will be paid by Customer, except as exempt by law, unless otherwise specified in an
Ordering Document. If WatchGuard is required to pay any Taxes, Customer will reimburse
WatchGuard for such Taxes (including any interest and penalties) within thirty (30) days after
Customer's receipt of an invoice therefore. Customer will be solely responsible for reporting the
Products for personal property tax purposes, and WatchGuard will be solely responsible for
reporting taxes on its income and net worth.

4.3. Invoicing. WatchGuard will invoice Customer at the frequency set forth in the applicable
Addendum or Ordering Document, and Customer will pay all invoices within thirty (30) days of
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the invoice date or as otherwise specified in the applicable Addendum or Ordering Document,
Late payments will be subject to interest charges at the maximum rate permitted by law,
commencing upon the due date. WatchGuard may invoice electronically via email, and
Customer agrees to receive invoices via email at the email address set forth in an Ordering
Document. Customer acknowledges and agrees that a purchase order or other notice to
proceed is not required for payment for Products or Services.

5. Sites; Customer-Provided Equipment; Non-WatchGuard Content.

5.1. Access to Sites. Customer will be responsible for providing all necessary permits,
licenses, and other approvals necessary for the installation and use of the Products and the
performance of the Services at each applicable Site, including for WatchGuard to perform its
obligations hereunder, and for facilitating WatchGuard's access to the Sites. No waivers of
liability will be imposed on WatchGuard or its subcontractors by Customer or others at
Customer facilities or other Sites, but if and to the extent any such waivers are imposed, the
Parties agree such waivers are void.

5.2. Site Conditions. Customer will ensure that (a) all Sites are safe and secure, (b) Site
conditions meet all applicable industry and legal standards (including standards promulgated by
OSHA or other governmental or regulatory bodies), (c) to the extent applicable, Sites have
adequate physical space, air conditioning, and other environmental conditions, electrical power
outlets, distribution, equipment, connections, and telephone or other communication lines
(including modem access and interfacing networking capabilities), and (d) Sites are suitable for
the installation, use, and maintenance of the Products and Services. This Agreement is
predicated upon normal soil conditions as defined by the version of E.Il.A. standard RS-222 in
effect on the Effective Date.

5.3. Site Issues. WatchGuard will have the right at any time to inspect the Sites and advise
Customer of any deficiencies or non-conformities with the requirements of this Section 5 —
Sites; Customer-Provided Equipment; Non-WatchGuard Content. If WatchGuard or
Customer identifies any deficiencies or non-conformities, Customer will promptly remediate
such issues or the Parties will select a replacement Site. If a Party determines that a Site
identified in an Ordering Document is not acceptable or desired, the Parties will cooperate to
investigate the conditions and select a replacement Site or otherwise adjust the installation
plans and specifications as necessary. A change in Site or adjustment to the installation plans
and specifications may cause a change in the Fees or performance schedule under the
applicable Ordering Document.

5.4. Customer-Provided Equipment. Certain components, including equipment and software,
not provided by WatchGuard may be required for use of the Products and Services
(“Customer-Provided Equipment”’). Customer will be responsible, at its sole cost and
expense, for providing and maintaining the Customer-Provided Equipment in good working
order. Customer represents and warrants that it has all rights in Customer-Provided Equipment
to permit WatchGuard to access and use the applicable Customer-Provided Equipment to
provide the Products and Services under this Agreement, and such access and use will not
violate any laws or infringe any third-party rights (including intellectual property rights).
Customer (and not WatchGuard) will be fully liable for Customer-Provided Equipment, and
Customer will immediately notify WatchGuard of any Customer-Provided Equipment damage,
loss, change, or theft that may impact WatchGuard’'s ability to provide the Products and
Services under this Agreement, and Customer acknowledges that any such events may cause a
change in the Fees or performance schedule under the applicable Ordering Document.
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5.5. Non-WatchGuard Content. In certain instances, Customer may be permitted to access,
use, or integrate Customer or third-party software, services, content, and data that is not
provided by WatchGuard (collectively, “Non-WatchGuard Content”) with or through the
Products and Services. If Customer accesses, uses, or integrates any Non-WatchGuard
Content with the Products or Services, Customer will first obtain all necessary rights and
licenses to permit Customer’s and its Authorized Users' use of the Non-WatchGuard Content in
connection with the Products and Services. Customer will also obtain the necessary rights for
WatchGuard to use such Non-WatchGuard Content in connection with providing the Products
and Services, including the right for WatchGuard to access, store, and process such Non-
WatchGuard Content (e.g., in connection with Subscription Software), and to otherwise enable
interoperation with the Products and Services. Customer represents and warrants that it will
obtain the foregoing rights and licenses prior to accessing, using, or integrating the applicable
Non-WatchGuard Content with the Products and Services, and that Customer and its
Authorized Users will comply with any terms and conditions applicable to such Non-
WatchGuard Content. If any Non-WatchGuard Content require access to Customer Data (as
defined below in Section __ below), Customer hereby authorizes WatchGuard to allow the
provider of such Non-WatchGuard Content to access Customer Data, in connection with the
interoperation of such Non-WatchGuard Content with the Products and Services. Customer
acknowledges and agrees that WatchGuard is not responsible for, and makes no
representations or warranties with respect to, the Non-WatchGuard Content (including any
disclosure, modification, or deletion of Customer Data resulting from use of Non-WatchGuard
Content or failure to properly interoperate with the Products and Services). If Customer receives
notice that any Non-WatchGuard Content must be removed, medified, or disabled within the
Products or Services, Customer will promptly do so. WatchGuard will have the right to disable or
remove Non-WatchGuard Content if WatchGuard believes a violation of law, third-party rights,
or WatchGuard's policies Is likely to occur, or if such Non-WatchGuard Content poses or may
pose a security or other risk or adverse impact to the Products or Services, WatchGuard,
WatchGuard's systems, or any third party (including other WatchGuard customers). Nothing in
this Section will limit the exclusions set forth in Section 7.2 - Intellectual Property
Infringement.

6. Representations and Warranties.

6.1. Mutual Representations and Warranties. Each Party represents and warrants to the
other Party that (a) it has the right to enter into the Agreement and perform its obligations
hereunder, and (b) the Agreement will be binding on such Party.

6.2. WatchGuard Warranties. Subject to the disclaimers and exclusions below, atchGuard
represents and warrants that (a) Services will be provided in a good and workmanlike manner
and will conform in all material respects to the descriptions in the applicable Ordering
Document; and (b) for a period of ninety (20) days commencing upon the Service Completion
Date for one-time Services, the Services will be free of material defects in materials and
workmanship. Other than as set forth in subsection (a) above, recurring Services are not
warranted but rather will be subject to the requirements of the applicable Addendum or Ordering
Document. WatchGuard provides other express warranties for WatchGuard-manufactured
Equipment, WatchGuard-owned software Products, and certain Services. Such express
warranties are included in the applicable Addendum or Ordering Document. Such
representations and warranties will apply only to the applicable Product or Service that is the
subject of such Addendum or Ordering Document.
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6.3. Warranty Claims; Remedies. To assert a warranty claim, Customer must notify
WatchGuard in writing of the claim prior to the expiration of any warranty period set forth in this
MCA or the applicable Addendum or Ordering Document. Unless a different remedy is
otherwise expressly set forth for a particular warranty under an Addendum, upon receipt of such
claim, WatchGuard will investigate the claim and use commercially reasonable efforts to repair
or replace any confirmed materially non-conforming Product or re-perform any non-conforming
Service, at its option. Such remedies are Customer's sole and exclusive remedies for
WatchGuard's breach of a warranty. WatchGuard's warranties are extended by WatchGuard to
Customer only, and are not assignable or transferrable.

6.4. Pass-Through Warranties. Notwithstanding any provision of this Agreement to the
contrary, WatchGuard will have no liability for third-party software or hardware provided by
WatchGuard; provided, however, that to the extent offered by third-party providers of software
or hardware and to the extent permitted by law, WatchGuard will pass through express
warranties provided by such third parties.

6.5. WARRANTY DISCLAIMER. EXCEPT FOR THE EXPRESS AND PASS THROUGH
WARRANTIES IN THIS AGREEMENT, PRODUCTS AND SERVICES PURCHASED
HEREUNDER ARE PROVIDED “AS IS" AND WITH ALL FAULTS. WARRANTIES SET FORTH
IN THE AGREEMENT ARE THE COMPLETE WARRANTIES FOR THE PRODUCTS AND
SERVICES AND WATCHGUARD DISCLAIMS ALL OTHER WARRANTIES OR CONDITIONS,
EXPRESS OR IMPLIED, INCLUDING IMPLIED WARRANTIES OF MERCHANTABILITY,
FITNESS FOR A PARTICULAR PURPOSE, TITLE, AND QUALITY. WATCHGUARD DOES
NOT REPRESENT OR WARRANT THAT USE OF THE PRODUCTS AND SERVICES WILL BE
UNINTERRUPTED, ERROR-FREE, OR FREE OF SECURITY VULNERABILITIES, OR THAT
THEY WILL MEET CUSTOMER'S PARTICULAR REQUIREMENTS.

¢ Indemnification.

7.1. General Indemnity. WatchGuard will defend, indemnify, and hold Customer harmless
from and against any and all damages, losses, liabilities, and expenses (including reasonable
fees and expenses of attorneys) arising from any actual third-party claim, demand, action, or
proceeding (“Claim”) for personal injury, death, or direct damage to tangible property to the
extent caused by WatchGuard's negligence, gross negligence or willful misconduct while
performing its duties under an Ordering Document or an Addendum, except to the extent the
claim arises from Customer’s negligence or willful misconduct. WatchGuard's duties under this
Section 7.1 - General Indemnity are conditioned upon: (a) Customer promptly notifying
WatchGuard in writing of the Claim; (b) WatchGuard having sole control of the defense of the
suit and all negotiations for its settlement or compromise; and (c) Customer cooperating with
WatchGuard and, if requested by WatchGuard, providing reasonable assistance in the defense
of the Claim.

7.2. Intellectual Property Infringement. WatchGuard will defend Customer against any third-
party claim alleging that a WatchGuard-developed or manufactured Product or Service (the
“Infringing Product”) directly infringes a United States patent or copyright (“Infringement
Claim"), and WatchGuard will pay all damages finally awarded against Customer by a court of
competent jurisdiction for an Infringement Claim, or agreed to in writing by WatchGuard in
settlement of an Infringement Claim. WatchGuard's duties under this Section 7.2 — Intellectual
Property Infringement are conditioned upon: (a) Customer promptly notifying WatchGuard in
writing of the Infringement Claim; (b) WatchGuard having sole control of the defense of the suit
and all negotiations for its settlement or compromise; and (c) Customer cooperating with
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WatchGuard and, if requested by WatchGuard, providing reasonable assistance in the defense
of the Infringement Claim.

7.2.1. If an Infringement Claim occurs, or in WatchGuard’s opinion is likely to occur,
WatchGuard may at its option and expense: (a) procure for Customer the right to
continue using the Infringing Product; (b) replace or modify the Infringing Product
so that it becomes non-infringing; or (c) grant Customer (i) a pro-rated refund of
any amounts pre-paid for the Infringing Product (if the Infringing Product is a
software Product, i.e., Licensed Software or Subscription Software) or (ii) a credit
for the Infringing Product, less a reasonable charge for depreciation (if the
Infringing Product is Equipment, including Equipment with embedded software).

7.2.2. In addition to the other damages disclaimed under this Agreement, WatchGuard
will have no duty to defend or indemnify Customer for any Infringement Claim
that arises from or is based upon: (a) Customer Data, Customer-Provided
Equipment, Non-WatchGuard Confent, or third-party equipment, hardware,
software, data, or other third-party materials; (b) the combination of the Product
or Service with any products or materials not provided by WatchGuard; (c) a
Product or Service designed, modified, or manufactured in accordance with
Customer’s designs, specifications, guidelines or instructions; (d) a modification
of the Product or Service by a party other than WatchGuard; (e) use of the
Product or Service in a manner for which the Product or Service was not
designed or that is inconsistent with the terms of this Agreement; or (f) the failure
by Customer to use or install an update to the Product or Service that is intended
to correct the claimed infringement. In no event will WatchGuard's liability
resulting from an Infringement Claim extend in any way to any payments due on
a royalty basis, other than a reasonable royalty based upon revenue derived by
WatchGuard from Customer from sales or license of the Infringing Product.

7.2.3. This Section 7.2 — Intellectual Property Infringement provides Customer's
sole and exclusive remedies and WatchGuard's entire liability in the event of an
Infringement Claim. For clarity, the rights and remedies provided in this Section
are subject to, and limited by, the restrictions set forth in Section 8 — Limitation
of Liability below.

7.3. Customer Indemnity. Customer will defend, indemnify, and hold WatchGuard and its
subcontractors, subsidiaries and other affiliates harmless from and against any and all
damages, losses, liabilities, and expenses (including reasonable fees and expenses of
attorneys) arising from any actual or threatened third-party claim, demand, action, or proceeding
arising from or related to (a) Customer-Provided Equipment, Customer Data, or Non-
WatchGuard Content, including any claim, demand, action, or proceeding alleging that any such
equipment, data, or materials (or the integration or use thereof with the Products and Services)
infringes or misappropriates a third-party intellectual property or other right, violates applicable
law, or breaches the Agreement, (b) Customer-Provided Equipment’'s failure to meet the
minimum requirements set forth in the applicable Documentation or match the applicable
specifications provided to WatchGuard by Customer in connection with the Products or
Services; (c) Customer’s (or its service providers, agents, employees, or Authorized User's)
negligence or willful misconduct; and (d) Customer’s or its Authorized User's breach of this
Agreement. This indemnity will not apply to the extent any such claim is caused by
WatchGuard's use of Customer-Provided Equipment, Customer Data, or Non-WatchGuard
Content in violation of the Agreement. WatchGuard will give Customer prompt, written notice of
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any claim subject to the foregoing indemnity. WatchGuard will, at its own expense, cooperate
with Customer in its defense or settlement of the claim.

8. Limitation of Liability.

8.1. DISCLAIMER OF CONSEQUENTIAL DAMAGES. EXCEPT FOR PERSONAL INJURY
OR DEATH, WATCHGUARD, ITS AFFILIATES, AND ITS AND THEIR RESPECTIVE
OFFICERS, DIRECTORS, EMPLOYEES, SUBCONTRACTORS, AGENTS, SUCCESSORS,
AND ASSIGNS (COLLECTIVELY, THE “WATCHGUARD PARTIES") WILL NOT BE LIABLE IN
CONNECTION WITH THIS AGREEMENT (WHETHER UNDER WATCHGUARD'S INDEMNITY
OBLIGATIONS, A CAUSE OF ACTION FOR BREACH OF CONTRACT, UNDER TORT
THEORY, OR OTHERWISE) FOR ANY INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY,
PUNITIVE, OR CONSEQUENTIAL DAMAGES OR DAMAGES FOR LOST PROFITS OR
REVENUES, EVEN IF WATCHGUARD HAS BEEN ADVISED BY CUSTOMER OR ANY
THIRD PARTY OF THE POSSIBILITY OF SUCH DAMAGES OR LOSSES AND WHETHER
OR NOT SUCH DAMAGES OR LOSSES ARE FORESEEABLE.

8.2. DIRECT DAMAGES. EXCEPT FOR PERSONAL INJURY OR DEATH, THE TOTAL
AGGREGATE LIABILITY OF THE WATCHGUARD PARTIES, WHETHER BASED ON A
CLAIM IN CONTRACT OR IN TORT, LAW OR EQUITY, RELATING TO OR ARISING OUT OF
THE AGREEMENT WILL NOT EXCEED THE FEES SET FORTH IN THE ORDERING
DOCUMENT UNDER WHICH THE CLAIM AROSE. NOTWITHSTANDING THE FOREGOING,
FOR ANY SUBSCRIPTION SOFTWARE OR FOR ANY RECURRING SERVICES, THE
WATCHGUARD PARTIES' TOTAL LIABILITY FOR ALL CLAIMS RELATED TO SUCH
PRODUCT OR RECURRING SERVICES IN THE AGGREGATE WILL NOT EXCEED THE
TOTAL FEES PAID FOR SUCH SUBSCRIPTION SOFTWARE OR RECURRING SERVICE,
AS APPLICABLE, DURING THE CONSECUTIVE TWELVE (12) MONTH PERIOD
IMMEDIATELY PRECEDING THE EVENT FROM WHICH THE FIRST CLAIM AROSE.

8.3. ADDITIONAL EXCLUSIONS. NOTWITHSTANDING ANY OTHER PROVISION OF
THIS AGREEMENT, WATCHGUARD WILL HAVE NO LIABILITY FOR DAMAGES ARISING
OUT OF (A) CUSTOMER DATA, INCLUDING ITS TRANSMISSION TO WATCHGUARD, OR
ANY OTHER DATA AVAILABLE THROUGH THE PRODUCTS OR SERVICES; (B)
CUSTOMER-PROVIDED EQUIPMENT, NON-WATCHGUARD CONTENT, THE SITES, OR
THIRD-PARTY EQUIPMENT, HARDWARE, SOFTWARE, DATA, OR OTHER THIRD-PARTY
MATERIALS, OR THE COMBINATION OF PRODUCTS AND SERVICES WITH ANY OF THE
FOREGOING; (C) LOSS OF DATA OR HACKING; (D) MODIFICATION OF PRODUCTS OR
SERVICES BY ANY PERSON OTHER THAN WATCHGUARD; (E) RECOMMENDATIONS
PROVIDED IN CONNECTION WITH OR BY THE PRODUCTS AND SERVICES; (F) DATA
RECOVERY SERVICES OR DATABASE MODIFICATIONS; OR (G) CUSTOMER'S OR ANY
AUTHORIZED USER’S BREACH OF THIS AGREEMENT OR MISUSE OF THE PRODUCTS

AND SERVICES.

8.4. \Voluntary Remedies. WatchGuard is not obligated to remedy, repair, replace, or refund
the purchase price for the disclaimed issues in Section 8.3 — Additional Exclusions above,
but if WatchGuard agrees to provide Services to help resolve such issues, Customer will
reimburse WatchGuard for its reasonable time and expenses, including by paying WatchGuard
any Fees set forth in an Ordering Document for such Services, if applicable.

8.5. Statute of Limitations. Customer may not bring any claims against an WatchGuard Party
in connection with this Agreement or the Products and Services more than one (1) year after the
date of accrual of the cause of action.
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9. Confidentiality.

9.1. Confidential Information. “Confidential Information” means any and all non-public
information provided by one Party (“Discloser”) to the other ("Recipient”) that is disclosed
under this Agreement in oral, written, graphic, machine recognizable, or sample form, being
clearly designated, labeled or marked as confidential or its equivalent or that a reasonable
businessperson would consider non-public and confidential by its nature. With respect to
WatchGuard, Confidential Information will also include Products and Services, and
Documentation, as well as any other information relating to the Products and Services. The
nature and existence of this Agreement are considered Confidential Information of the Parties.
In order to be considered Confidential Information, information that is disclosed orally must be
identified as confidential at the time of disclosure and confirmed by Discloser by submitting a
written document to Recipient within thirty (30) days after such disclosure. The written document
must contain a summary of the Confidential Information disclosed with enough specificity for
identification purpose and must be labeled or marked as confidential or its equivalent.

9.2. Obligations of Confidentiality. During the Term and for a period of three (3) years from
the expiration or termination of this Agreement, Recipient will (a) not disclose Confidential
Information to any third party, except as expressly permitted in this Section 9 - Confidentiality;
(b) restrict disclosure of Confidential Information to only those employees (including, employees
of any wholly owned subsidiary, a parent company, any other wholly owned subsidiaries of the
same parent company), agents or consultants who must access the Confidential Information for
the purpose of, and who are bound by confidentiality terms substantially similar to those in, this
Agreement; (c) not copy, reproduce, reverse engineer, de-compile or disassemble any
Confidential Information; (d) use the same degree of care as for its own information of like
importance, but at least use reasonable care, in safeguarding against disclosure of Confidential
Information; (e) promptly notify Discloser upon discovery of any unauthorized use or disclosure
of the Confidential Information and take reasonable steps to regain possession of the
Confidential Information and prevent further unauthorized actions or other breach of this
Agreement; and (f) only use the Confidential Information as needed to fulfill its obligations and
secure its rights under this Agreement.

9.3. Exceptions. Recipient is not obligated to maintain as confidential any information that
Recipient can demonstrate by documentation (a) is publicly available at the time of disclosure or
becomes available to the public without breach of this Agreement; (b) is lawfully obtained from a
third party without a duty of confidentiality to Discloser; (c) is otherwise lawfully known to
Recipient prior to such disclosure without a duty of confidentiality to Discloser; or (d) is
independently developed by Recipient without the use of, or reference to, any of Discloser’s
Confidential Information or any breach of this Agreement. Additionally, Recipient may disclose
Confidential Information to the extent required by law, including a judicial or legislative order or
proceeding.

9.4. Ownership of Confidential Information. All Confidential Information is and will remain the
property of Discloser and will not be copied or reproduced without the express written
permission of Discloser (including as permitted herein). Within ten (10) days of receipt of
Discloser's written request, Recipient will return or destroy all Confidential Information to
Discloser along with all copies and portions thereof, or certify in writing that all such Confidential
Information has been destroyed. However, Recipient may retain (a) one (1) archival copy of the
Confidential Information for use only in case of a dispute conceming this Agreement and
(b) Confidential Information that has been automatically stored in accordance with Recipient's
standard backup or recordkeeping procedures, provided, however that Recipient will remain
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subject to the obligations of this Agreement with respect to any Confidential Information retained
subject to clauses (a) or (b). No license, express or implied, in the Confidential Information is
granted to the Recipient other than to use the Confidential Information in the manner and to the
extent authorized by this Agreement. Discloser represents and warrants that it is authorized to
disclose any Confidential Information it discloses pursuant to this Agreement.

10. Proprietary Rights; Data; Feedback.

10.1. Data Definitions. The following terms will have the stated meanings: “Customer Contact
Data" means data WatchGuard collects from Customer, its Authorized Users, and their end
users for business contact purposes, including marketing, advertising, licensing and sales
purposes; “Service Use Data” means data generated by Customer’s use of the Products and
Services or by WatchGuard’'s support of the Products and Services, including personal
information, location, monitoring and recording activity, product performance and error
information, activity logs and date and time of use; "Customer Data” means data, information,
and content, including images, text, videos, documents, audio, telemetry and structured data
base records, provided by, through, or on behalf of Customer, its Authorized Users, and their
end users through the use of the Products and Services. Customer Data does not include
Customer Contact Data, Service Use Data, or information from publicly available sources or
other Third-Party Data or WatchGuard Data; “Third-Party Data” means information obtained
by WatchGuard from publicly available sources or its third party content providers and made
available to Customer through the Products or Services, “WatchGuard Data” means data
owned or licensed by WatchGuard; “Feedback” means comments or information, in oral or
written form, given to WatchGuard by Customer or Authorized Users, including their end users,
in connection with or relating to the Products or Services; and “Process” or “Processing”
means any operation or set of operations which is performed on personal information or on sets
of personal information, whether or not by automated means, such as collection, recording,
copying, analyzing, caching, organization, structuring, storage, adaptation, or alteration,
retrieval, consultation, use, disclosure by transmission, dissemination or otherwise making
available, alignment or combination, restriction, erasure or destruction.

10.2. WatchGuard Materials. Customer acknowledges that WatchGuard may use or provide
Customer with access to software, tools, data, and other materials, including designs, utilities,
models, methodologies, systems, and specifications, which WatchGuard has developed or
licensed from third parties (including any corrections, bug fixes, enhancements, updates,
modifications, adaptations, translations, de-compilations, disassemblies, or derivative works of
the foregoing, whether made by WatchGuard or another party) (collectively, “WatchGuard
Materials”). The Products and Services, WatchGuard Data, Third-Party Data, and
Documentation, are considered WatchGuard Materials. Except when WatchGuard has
expressly transferred title or other interest to Customer by way of an Addendum or Ordering
Document, the WatchGuard Materials are the property of WatchGuard or its licensors, and
WatchGuard or its licensors retain all right, title and interest in and to the WatchGuard Materials
(including, all rights in patents, copyrights, trademarks, trade names, trade secrets, know-how,
other intellectual property and proprietary rights, and all associated goodwill and moral rights).
For clarity, this Agreement does not grant to Customer any shared development rights in or to
any WatchGuard Materials or other intellectual property, and Customer agrees to execute any
documents and take any other actions reasonably requested by WatchGuard to effectuate the
foregoing. WatchGuard and its licensors reserve all rights not expressly granted to Customer,
and no rights, other than those expressly granted herein, are granted to Customer by
implication, estoppel or otherwise. Customer will not modify, disassemble, reverse engineer,
derive source code or create derivative works from, merge with other software, distribute,
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sublicense, sell, or export the Products and Services or other WatchGuard Materials, or permit
any third party to do so.

10.3. Ownership of Customer Data. Customer retains all right, title and interest, including
intellectual property rights, if any, in and to Customer Data. WatchGuard acquires no rights to

Customer Data except those rights granted under this Agreement including the right to Process
and use the Customer Data as set forth in Section 10.4 - Processing Customer Data below
and in other applicable Addenda. The Parties agree that with regard to the Processing of
personal information which may be part of Customer Data, Customer is the controller and
WatchGuard is the processor, and may engage sub-processors pursuant to Section 10.4.3 -
Sub-processors.

10.4. Processing Customer Data.

10.4.1. WatchGuard Use of Customer Data. To the extent permitted by law, Customer
grants WatchGuard and its subcontractors a right to use Customer Data and a
royalty-free, worldwide, non-exclusive license to use Customer Data (including to
process, host, cache, store, reproduce, copy, modify, combine, analyze, create
derivative works from such Customer Data and to communicate, transmit, and
distribute such Customer Data to third parties engaged by WatchGuard) to (a)
perform Services and provide Products under the Agreement, (b) analyze the
Customer Data to operate, maintain, manage, and improve WatchGuard
Products and Services, and (c) create new products and services. Customer
agrees that this Agreement, along with the Documentation, are Customer’s
complete and final documented instructions to WatchGuard for the processing of
Customer Data. Any additional or alternate instructions must be agreed to
according to the Change Order process. Customer represents and warrants to
WatchGuard that Customer’s instructions, including appointment of WatchGuard
as a processor or sub-processor, have been authorized by the relevant
controller.

10.4.2. Collection, Creation, Use of Customer Data. Customer further represents and
warrants that the Customer Data, Customer's collection, creation, and use of the
Customer Data (including in connection with WatchGuard's Products and
Services), and WatchGuard's use of such Customer Data in accordance with the
Agreement, will not violate any laws or applicable privacy notices or infringe any
third-party rights (including intellectual property and privacy rights). Customer
also represents and warrants that the Customer Data will be accurate and
complete, and that Customer has obtained all required consents, provided all
necessary notices, and met any other applicable legal requirements with respect
to collection and use (including WatchGuard's and its subcontractors’ use) of the
Customer Data as described in the Agreement.

10.4.3. Sub-processors. Customer agrees that WatchGuard may engage sub-processors
who in turn may engage additional sub-processors to Process personal data in
accordance with this Agreement. When engaging sub-processors, WatchGuard
will enter into agreements with the sub-processors to bind them to data
processing obligations to the extent required by law.

10.5. Data Retention and Deletion. Except for anonymized Customer Data, as described
above, or as otherwise provided under the Agreement, WatchGuard will delete all Customer
Data following termination or expiration of this MCA or the applicable Addendum or Ordering
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Document, with such deletion to occur no later than ninety (90) days following the applicable
date of termination or expiration, unless otherwise required to comply with applicable law. Any
requests for the exportation or download of Customer Data must be made by Customer to
WatchGuard in writing before expiration or termination, subject to Section 13.9 ~ Notices.
WatchGuard will have no obligation to retain such Customer Data beyond expiration or
termination unless the Customer has purchased extended storage from WatchGuard through a

mutually executed Ordering Document.

10.6. Service Use Data. Customer understands and agrees that WatchGuard may collect and
use Service Use Data for its own purposes, including the uses described below. WatchGuard
may use Service Use Data to (a) operate, maintain, manage, and improve existing and create
new products and services, (b) test products and services, (c) to aggregate Service Use Data
and combine it with that of other users, and (d) to use anonymized or aggregated data for
marketing, research or other business purposes. Service Use Data may be disclosed to third
parties. It is Customer’s responsibility to notify Authorized Users of WatchGuard’s collection
and use of Service Use Data and to obtain any required consents, provide all necessary
notices, and meet any other applicable legal requirements with respect to such collection and
use, and Customer represents and warrants to WatchGuard that it has complied and will
continue to comply with this Section.

10.7. Third-Party Data and WatchGuard Data. WatchGuard Data and Third-Party Data may be
available to Customer through the Products and Services. Customer and its Authorized Users

may use WatchGuard Data and Third-Party Data as permitted by WatchGuard and the
applicable Third-Party Data provider, as described in the applicable Addendum. Unless
expressly permitted in the applicable Addendum, Customer will not, and will ensure its
Authorized Users will not: (a) use the WatchGuard Data or Third-Party Data for any purpose
other than Customer’s internal business purposes; (b) disclose the data to third parties; (c)
“white label" such data or otherwise misrepresent its source or ownership, or resell, distribute,
sublicense, or commercially exploit the data in any manner; (d) use such data in violation of
applicable laws; (e) remove, obscure, alter, or falsify any marks or proprietary rights notices
indicating the source, origin, or ownership of the data; or (f) modify such data or combine it with
Customer Data or other data or use the data to build databases. Additional restrictions may be
set forth in the applicable Addendum. Any rights granted to Customer or Authorized Users with
respect to WatchGuard Data or Third-Party Data will immediately terminate upon termination or
expiration of the applicable Addendum, Ordering Document, or this MCA. Further, WatchGuard
or the applicable Third-Party Data provider may suspend, change, or terminate Customer's or
any Authorized User's access to WatchGuard Data or Third-Party Data if WatchGuard or such
Third-Party Data provider believes Customer's or the Authorized User’s use of the data violates
the Agreement, applicable law or WatchGuard's agreement with the applicable Third-Party Data
provider. Upon termination of Customer’s rights to use any WatchGuard Data or Third-Party
Data, Customer and all Authorized Users will immediately discontinue use of such data, delete
all copies of such data, and certify such deletion to WatchGuard. Notwithstanding any provision
of the Agreement to the contrary, WatchGuard will have no liability for Third-Party Data or
WatchGuard Data available through the Products and Services. WatchGuard and its Third-Party
Data providers reserve all rights in and to WatchGuard Data and Third-Party Data not expressly
granted in an Addendum or Ordering Document.

10.8. Feedback. Any Feedback provided by Customer is entirely voluntary, and will not create
any confidentiality obligation for WatchGuard, even if designated as confidential by Customer.
WatchGuard may use, reproduce, license, and otherwise distribute and exploit the Feedback
without any obligation or payment to Customer or Authorized Users and Customer represents

13



Return to Agenda

and warrants that it has obtained all necessary rights and consents to grant WatchGuard the
foregoing rights.

10.9. Improvements; Products and Services. The Parties agree that, notwithstanding any
provision of this MCA or the Agreement to the contrary, all fixes, modifications and
improvements to the Services or Products conceived of or made by or on behalf of WatchGuard
that are based either in whole or in part on the Feedback, Customer Data, or Service Use Data
(or otherwise) are the exclusive property of WatchGuard and all right, title and interest in and to
such fixes, modifications or improvements will vest solely in WatchGuard. Customer agrees to
execute any written documents necessary to assign any intellectual property or other rights it
may have in such fixes, modifications or improvements to WatchGuard.

11. Force Majeure; Delays Caused by Customer.

11.1. Force Majeure. Except for Customer's payment obligations hereunder, neither Party will
be responsible for nonperformance or delayed performance due to events outside of its
reasonable control. If performance will be significantly delayed, the affected Party will provide
notice to the other Party, and the Parties will agree (in writing) upon a reasonable extension to
any applicable performance schedule.

11.2. Delays Caused by Customer. WatchGuard's performance of the Products and Services
will be excused for delays caused by Customer or its Authorized Users or subcontractors, or by
failure of any assumptions set forth in this Agreement (including in any Addendum or Ordering
Document). In the event of a delay under this Section 11.2 — Delays Caused by Customer, (a)
Customer will continue to pay the Fees as required hereunder, (b) the Parties will agree (in
writing) upon a reasonable extension to any applicable performance schedule, and (c)
Customer will compensate WatchGuard for its out-of-pocket costs incurred due to the delay
(including those incurred by WatchGuard's affiliates, vendors, and subcontractors).

12. Disputes. The Parties will use the following procedure to resolve any disputes relating to
or arising out of this Agreement (each, a “Dispute”):

12.1. Governing Law. All matters relating to or arising out of the Agreement are governed by
the laws of the State of Texas, unless Customer is the United States Government (or an agency
thereof), in which case all matters relating to or arising out of the Agreement will be governed by
the laws of the State in which the Products and Services are provided. The terms of the U.N.
Convention on Contracts for the Inteational Sale of Goods and the Uniform Computer
Information Transactions Act will not apply.

12.2. Neagotiation; Mediation. Either Party may initiate dispute resolution procedures by
sending a notice of Dispute (“Notice of Dispute”) to the other Party. The Parties will attempt to
resolve the Dispute promptly through good faith negotiations, including timely escalation of the
Dispute to executives who have authority to settle the Dispute (and who are at a higher level of
management than the persons with direct responsibility for the matter). If a Dispute is not
resolved through negotiation, either Party may initiate mediation by sending a notice of
mediation (“Notice of Mediation”) to the other Party. The Parties will choose an independent
mediator within thirty (30) days of such Notice of Mediation. Neither Party may unreasonably
withhold consent to the selection of a mediator, but if the Parties are unable to agree upon a
mediator, either Party may request that the American Arbitration Association nominate a
mediator. Each Party will bear its own costs of mediation, but the Parties will share the cost of
the mediator equally. Each Party will participate in the mediation in good faith and will be
represented at the mediation by a business executive with authority to settle the Dispute. All in
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person meetings under this Section 12.2 — Negotiation; Mediation will take place in Dallas,
Texas, and all communication relating to the Dispute resolution will be maintained in strict
confidence by the Parties. Notwithstanding the foregoing, any Dispute arising from or relating to
WatchGuard's intellectual property rights will not be subject to negotiation or mediation in
accordance with this Section, but instead will be decided by a court of competent jurisdiction, in
accordance with Section 12,3 - Litigation, Venue, Jurisdiction below.

12.3. Litigation, Venue, Jurisdiction. If the Dispute has not been resolved by mediation within
sixty (60) days from the Notice of Mediation, either Party may submit the Dispute to a court of
competent jurisdiction in the state in which the Products and Services are provided. . Each Party
expressly consents to the exclusive jurisdiction of such courts for resolution of any Dispute and
to enforce the outcome of any mediation.

13. General.

13.1. Compliance with Laws. Each Party will comply with applicable laws in connection with
the performance of its obligations under this Agreement, including that Customer will ensure its
and its Authorized Users' use of the Products and Services complies with law (including privacy
laws), and Customer will obtain any FCC and other licenses or authorizations (including
licenses or authorizations required by foreign regulatory bodies) required for its and its
Authorized Users’ use of the Products and Services. WatchGuard may, at its discretion, cease
providing or otherwise modify Products and Services (or any terms related thereto in an
Addendum or Ordering Document), in order to comply with any changes in applicable law.

13.2. Audit; Monitoring. WatchGuard will have the right to monitor and audit use of the
Products, which may also include access by WatchGuard to Customer Data and Service Use
Data. Customer will provide notice of such monitoring to its Authorized Users and obtain any
required consents, including individual end users, and will cooperate with WatchGuard in any
monitoring or audit. Customer will maintain during the Term, and for two (2) years thereafter,
accurate records relating to any software licenses granted under this Agreement to verify
compliance with this Agreement. WatchGuard or a third party (“Auditor’) may inspect
Customer’s and, as applicable, Authorized Users’ premises, books, and records. WatchGuard
will pay expenses and costs of the Auditor, unless Customer is found to be in violation of the
terms of the Agreement, in which case Customer will be responsible for such expenses and

costs.

13.3. Assignment and Subcontracting. Neither Party may assign or otherwise transfer this
Agreement without the prior written approval of the other Party. WatchGuard may assign or
otherwise transfer this Agreement or any of its rights or obligations under this Agreement
without consent (a) for financing purposes, (b) in connection with a merger, acquisition or sale of
all or substantially all of its assets, (c) as part of a corparate rearganization, or (d) to a
subsidiary corporation. Subject to the foregoing, this Agreement will be binding upon the Parties
and their respective successors and assigns.

13.4. Waiver. A delay or omission by either Party to exercise any right under this Agreement
will not be construed to be a waiver of such right. A waiver by either Party of any of the
obligations to be performed by the other, or any breach thereof, will not be construed to be a
waiver of any succeeding breach or of any other obligation. All waivers must be in writing and
signed by the Party waiving its rights.

13.5. Severability. If any provision of the Agreement is found by a court of competent
jurisdiction to be invalid, illegal, or otherwise unenforceable, such provision will be deemed to be
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modified to reflect as nearly as possible the original intentions of the Parties in accordance with
applicable law. The remaining provisions of this Agreement will not be affected, and each such
provision will be valid and enforceable to the full extent permitted by applicable law.

13.6. Independent Contractors. Each Party will perform its duties under this Agreement as an
independent contractor, The Parties and their personnel will not be considered to be employees
or agents of the other Party. Nothing in this Agreement will be interpreted as granting either
Party the right or authority to make commitments of any kind for the other. This Agreement will
not constitute, create, or be interpreted as a joint venture, partnership, or formal business

organization of any kind.

13.7. Third-Party Beneficiaries. The Agreement is entered into solely between, and may be
enforced only by, the Parties. Each Party intends that the Agreement will not benefit, or create
any right or cause of action in or on behalf of, any entity other than the Parties. Notwithstanding
the foregoing, a licensor or supplier of third-party software included in the software Products will
be a direct and intended third-party beneficiary of this Agreement.

13.8. Interpretation. The section headings in this Agreement are included only for convenience
The words “including” and “include” will be deemed to be followed by the phrase “without
limitation”. This Agreement will be fairly interpreted in accordance with its terms and conditions
and not for or against either Party.

13.9. Notices. Notices required under this Agreement to be given by one Party to the other
must be in writing and either personally delivered or sent to the address provided by the other
Party by certified mail, return receipt requested and postage prepaid (or by a recognized courier
service, such as FedEx, UPS, or DHL), and will be effective upon receipt.

13.10. Cumulative Remedies. Except as specifically stated in this Agreement, all remedies
provided for in this Agreement will be cumulative and in addition to, and not in lieu of, any other
remedies available to either Party at law, in equity, by contract, or otherwise. Except as
specifically stated in this Agreement, the election by a Party of any remedy provided for in this
Agreement or otherwise available to such Party will not preclude such Party from pursuing any
other remedies available to such Party at law, in equity, by contract, or otherwise.

13.11. Survival. The following provisions will survive the expiration or termination of this
Agreement for any reason: Section 2.4 — Customer Obligations; Section 3.4 — Effect of
Termination or Expiration; Section 4 - Payment and Invoicing; Section 6.5 — Warranty
Disclaimer; Section 7.3 — Customer Indemnity; Section 8 — Limitation of Liability; Section
9 — Confidentiality; Section 10 — Proprietary Rights; Data; Feedback; Section 11 — Force
Majeure; Delays Caused by Customer; Section 12 — Disputes; and Section 13 - General.

13.12. Entire_ Agreement. This Agreement, including all Addenda and Ordering Documents,
constitutes the entire agreement of the Parties regarding the subject matter hereto, and
supersedes all previous agreements, proposals, and understandings, whether written or oral,
relating to this subject matter. This Agreement may be executed in muitiple counterparts, and
will have the same legal force and effect as if the Parties had executed it as a single document.
The Parties may sign in writing or by electronic signature. An electronic signature, facsimile
copy, or computer image of a signature, will be treated, and will have the same effect as an
original signature, and will have the same effect, as an original signed copy of this document.
This Agreement may be amended or modified only by a written instrument signed by authorized
representatives of both Parties. The preprinted terms and conditions found on any Customer
purchase order, acknowledgment, or other form will not be considered an amendment or
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modification or part of this Agreement, even if a representative of each Party signs such
document.

The Parties hereby enter into this MCA, together with the attached (i) Equipment Purchase and
Software License Addendum, (ii) Subscription Service Addendum and (iii) Video-as-a-Service

Addendum, as of the Effective Date.
o = ‘3 =3
WatchGuard Video, Inc. Customer: [ jkg: ERTYHE sl PD‘
By: _ﬁza?_ﬁmd By: bﬂo-::b B Q_C‘!
Name: Denny Bennett Name:(—h -—«) % -
Title: RSM - Watchquard Tite: (s ©F Porzes
Date: 05/19/21 Date: </28/202
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Equipment Purchase and Software License Addendum

This Equipment Purchase and Software License Addendum (this “EPSLA") is entered into
between WatchGuard Video, Inc., with offices at 415 E. Exchange Parkway, Allen, TX 75002
("“WatchGuard”) and the entity set forth in the signature block below or in the MCA
(“Customer”), and will be subject to, and govemed by, the terms of the Master Customer
Agreement entered into between the Parties, effective as of | ] (the “MCA").
Capitalized terms used in this EPSLA, but not defined herein, will have the meanings set forth in

the MCA.

1. Addendum. This EPSLA governs Customer's purchase of Equipment and license of
Licensed Software (and, if set forth in an Ordering Document, related Services) from
WatchGuard, and will form part of the Parties’ Agreement.

- B Delivery of Equipment and Licensed Software.

21. Delivery and Risk of Loss. WatchGuard will provide to Customer the Products (and, if
applicable, related Services) set forth in an Ordering Document, in accordance with the terms of
the Agreement. WatchGuard will, using commercially reasonable practices, pack the ordered
Equipment and ship such Equipment to the Customer address set forth in the applicable
Ordering Document or otherwise provided by Customer in writing, using a carrier selected by
WatchGuard. Notwithstanding the foregoing, delivery of Equipment (and any incorporated
Licensed Software) will occur, and title and risk of loss for the Equipment will pass to Customer,
upon shipment by WatchGuard in accordance with Ex Works, WatchGuard’s premises
(Incoterms 2020). Customer will pay all shipping costs, taxes, and other charges applicable to
the shipment and import or export of the Products and Services, as applicable, and Customer
will be responsible for reporting the Products for personal property tax purposes. Delivery of
Licensed Software for installation on Equipment or Customer-Provided Equipment will occur
upon the earlier of (a) electronic delivery of the Licensed Software by WatchGuard, and (b) the
date WatchGuard otherwise makes the Software available for download by Customer. If agreed
upon in an Ordering Document, WatchGuard will also provide Services related to such
Products.

2.2. Delays. Any shipping dates set forth in an Ordering Document are approximate, and
while WatchGuard will make reasonable efforts to ship Products by any such estimated shipping
date, WatchGuard will not be liable for any delay or related damages to Customer. Time for
delivery will not be of the essence, and delays will not constitute grounds for cancellation,
penalties, termination, or a refund.

2.3. Beta Services. If WatchGuard makes any beta version of a software application ("Beta
Service”) available to Customer, Customer may choose to use such Beta Service at its own
discretion, provided, however, that Customer will use the Beta Service solely for purposes of
Customer’s evaluation of such Beta Service, and for no other purpose. Customer acknowledges
and agrees that all Beta Services are offered “as-is” and without any representations or
warranties or other commitments or protections from WatchGuard. WatchGuard will determine
the duration of the evaluation period for any Beta Service, in its sole discretion, and
WatchGuard may discontinue any Beta Service at any time. Customer acknowledges that Beta
Services, by their nature, have not been fully tested and may contain defects or deficiencies.
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3. Licensed Software License and Restrictions.

3.1. Licensed Software License. Subject to Customer’s and its Authorized Users’ compliance
with the Agreement (including payment terms), WatchGuard hereby grants Customer and its
Authorized Users a limited, non-transferable, non-sublicenseable, and non-exclusive license to
use the Licensed Software identified in an Ordering Document, in object code form only, and the
associated Documentation, solely in connection with the Equipment provided by WatchGuard or
authorized Customer-Provided Equipment (as applicable, the “Designated Products”) and
solely for Customer’s internal business purposes. Unless otherwise stated in an Addendum or
the Ordering Document, the foregoing license grant will be limited to the number of licenses set
forth in the applicable Ordering Document and will continue for the life of the applicable
Designated Product. Except as otherwise permitted in an applicable Addendum or Ordering
Document, Customer may install, access, and use Licensed Software only in Customer's owned
or controlled facilities, including any authorized mobile sites; provided, however, that Authorized
Users using authorized mobile or handheld devices may also log into and access the Licensed
Software remotely from any location.

3.2. Subscription License Model. If the Parties mutually agree that any Licensed Software
purchased under this EPSLA will be replaced with or upgraded to Subscription Software, then
upon such time which the Parties execute the applicable Ordering Document, the licenses
granted under this EPSLA will automatically terminate, and such Subscription Software will be
governed by the terms of the applicable Addendum under this Agreement.

3.3. End User Licenses. Notwithstanding any provision to the contrary in the Agreement,
certain Licensed Software is governed by a separate license, EULA, or other agreement,
including terms governing third-party equipment or software, such as open source software,
included in the Products and Services. Customer will comply, and ensure its Authorized Users
comply, with any such additional terms applicable to third-party equipment or software.

3.4. Customer Restrictions. Customers and Authorized Users will comply with the applicable
Documentation in connection with their use of the Products. Customer will not and will not allow
others, including the Authorized Users, to: (a) make the Licensed Software available for use by
unauthorized third parties, including via a commercial rental or sharing arrangement; (b) reverse
engineer, disassemble, or reprogram the Licensed Software or any portion thereof to a human-
readable form; (c) modify, create derivative works of, or merge the Licensed Software with other
software or equipment; (d) copy, reproduce, distribute, lend, lease, or transfer the Licensed
Software or Documentation for or to any third party without the prior express written permission
of WatchGuard; (e) take any action that would cause the Licensed Software or Documentation
to be placed in the public domain; (f) use the Licensed Software to compete with WatchGuard;
or (g) remove, alter, or obscure, any copyright or other notice.

3.5. Copies. Customer may make one (1) copy of the Licensed Software solely for archival,
back-up, or disaster recovery purposes during the term of the applicable Licensed Software
license. Customer may make as many copies of the Documentation reasonably required for the
internal use of the Licensed Software during such Licensed Software’s license term. Unless
otherwise authorized by WatchGuard in writing, Customer will not, and will not enable or allow
any third party to: (a) install a licensed copy of the Licensed Software on more than one (1) unit
of a Designated Product; or (b) copy onto or transfer Licensed Software installed in a unit of a
Designated Product onto another device. Customer may temporarily transfer Licensed
Software installed on a Designated Product to another device if the Designated Product is
inoperable or malfunctioning, if Customer provides written notice to WatchGuard of the
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temporary transfer and identifies the device on which the Licensed Software is transferred.
Temporary transfer of the Licensed Software to another device must be discontinued when the
original Designated Product is returned to operation and the Licensed Software must be
removed from the other device. Customer must provide prompt written notice to WatchGuard at
the time temporary transfer is discontinued.

3.6. Resale of Equipment. Equipment contains embedded Licensed Software. If Customer
desires to sell its used Equipment to a third party, Customer must first receive prior written
authorization from WatchGuard and obtain written acceptance of the applicable Licensed
Software license terms, including the obligation to pay relevant license fees, from such third

party.

4, Term.

4.1. Term. The term of this EPSLA (the “EPSLA Term”) will commence upon either (a) the
Effective Date of the MCA, if this EPSLA is attached to the MCA as of such Effective Date, or
(b) the EPSLA Date set forth on the signature page below, if this EPSLA is executed after the
MCA Effective Date, and will continue until the later of (i) three (3) years after the first order for
Products is placed via an Ordering Document, or (ii) the expiration of all applicable warranty
periods (as set forth in Section 6.1 — WatchGuard Warranties below) under this EPSLA,
unless this EPSLA or the Agreement is earlier terminated in accordance with the terms of the
Agreement.

4.2. Termination. Notwithstanding the termination provisions of the MCA, WatchGuard may
terminate this EPSLA (and any Ordering Documents hereunder) immediately upon notice to
Customer if Customer breaches Section 3 — Licensed Software License and Restrictions of
this EPSLA, or any other provision related to Licensed Software license scope or restrictions set
forth in an Ordering Document, EULA, or other applicable Addendum. For clarity, upon
termination or expiration of the EPSLA Term, all WatchGuard obligations under this EPSLA
(including with respect to Equipment and Licensed Software delivered hereunder) will terminate.
If Customer desires to purchase additional Services in connection with such Equipment or
Licensed Software, Customer may enter into a separate Addendum with WatchGuard,
governing such Services. Customer acknowledges that WatchGuard made a considerable
investment of resources in the development, marketing, and distribution of the Licensed
Software and Documentation, and that Customer’s breach of the Agreement will resuit in
irreparable harm to WatchGuard for which monetary damages would be inadequate. If Licensee
breaches this Agreement, in addition to termination, WatchGuard will be entitled to all available
remedies at law or in equity, including immediate injunctive relief and repossession of all non-
embedded Licensed Software and associated Documentation.

4.3. Equipment as a Service. In the event that Customer purchases any Equipment at a price
below the MSRP for such Equipment in connection Customer entering into a fixed- or minimum
required-term agreement for Subscription Software, and Customer or WatchGuard terminates
the Agreement, this EPSLA, or other applicable Addendum (such as the Addendum governing
the purchase of such Subscription Software) prior to the expiration of such fixed- or minimum
required-term, then WatchGuard will have the right to invoice Customer for, and Customer will
pay, the amount of the discount to the MSRP for the Equipment or such other amount set forth
in the applicable Addendum or Ordering Document. This Section will not limit any other
remedies WatchGuard may have with respect to an early termination.

5. Payment. Customer will pay invoices for the Products and Services provided under this
EPSLA in accordance with the invoice payment terms set forth in the MCA. Generally, invoices
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are issued after shipment of Equipment or upon WatchGuard’s delivery of Licensed Software (in
accordance with Section 2.1 — Delivery and Risk of Loss), as applicable, but if a specific
invoicing or payment schedule is set forth in the applicable Ordering Document, EULA or other
Addendum, such schedule will control with respect to the applicable Products and Services
referenced therein. WatchGuard will have the right to suspend future deliveries of Products and
Services if Customer fails to make any payments when due.

6. Representations and Warranties; Liability.

6.1. WatchGuard Warranties. Subject to the disclaimers and exclusions set forth in the MCA
and this EPSLA, (a) for a period of one (1) year commencing upon the delivery of WatchGuard-
manufactured Equipment under Section 2.1 — Delivery and Risk of Loss, WatchGuard
represents and warrants that such WatchGuard-manufactured Equipment, under normal use,
will be free from material defects in materials and workmanship; (b) to the extent permitted by
the providers of third-party software or hardware included in the Products and Services,
WatchGuard will pass through to Customer any warranties provided by such third parties, which
warranties will apply for the period defined by the applicable third party; and (c) for a period of
ninety (90) days commencing upon the delivery of WatchGuard-owned Licensed Software
under Section 2.1 — Delivery and Risk of Loss, WatchGuard represents and warrants that
such Licensed Software, when used in accordance with the Documentation and the Agreement,
will be free from reproducible defects that prevent operation of features critical to the primary
functionality or successful operation of the WatchGuard-developed Licensed Software (as
determined by WatchGuard). The warranty set forth in subsection (c) will be referred to as the
“WatchGuard Licensed Software Warranty”. As Customer’s sole and exclusive remedy for
any breach of the WatchGuard Licensed Software Warranty, WatchGuard will use commercially
reasonable efforts to remedy the material defect in the applicable Licensed Software; provided,
however, that if WatchGuard does not remedy such material defect within a reasonable time,
then at WatchGuard’s sole option, WatchGuard will either replace the defective Software with
functionally-equivalent software, provide substitute software to Customer, or terminate the
applicable software license and refund any paid license fees to Customer on a pro-rata basis.
For clarity, the WatchGuard Licensed Software Warranty applies only to the most cumrent
version of the Licensed Software issued by WatchGuard, and issuance of updated versions of
any Licensed Software does not result in a renewal or extension of the WatchGuard Licensed
Software Warranty beyond the ninety (90) day warranty period.

6.2. ADDITIONAL EXCLUSIONS. IN ADDITION TO THE EXCLUSIONS FROM DAMAGES
SET FORTH IN THE MCA, AND NOTWITHSTANDING ANY PROVISION OF THE
AGREEMENT TO THE CONTRARY, WATCHGUARD WILL HAVE NO LIABILITY FOR (A)
DEFECTS IN OR DAMAGE TO PRODUCTS RESULTING FROM USE OTHER THAN IN THE
NORMAL AUTHORIZED MANNER, OR FROM ACCIDENT, LIQUIDS, OR NEGLECT: (B)
TESTING, MAINTENANCE, REPAIR, INSTALLATION, OR MODIFICATION BY PARTIES
OTHER THAN WATCHGUARD; (C) CUSTOMER'S OR ANY AUTHORIZED USER'S FAILURE
TO COMPLY WITH INDUSTRY AND OSHA OR OTHER LEGAL STANDARDS; (D) DAMAGE
TO RADIO ANTENNAS, UNLESS CAUSED BY DEFECTS IN MATERIAL OR WORKMANSHIP;
(E) EQUIPMENT WITH NO SERIAL NUMBER; (F) BATTERIES OR CONSUMABLES; (G)
FREIGHT COSTS FOR SHIPMENT TO REPAIR DEPOTS:; (H) COSMETIC DAMAGE THAT
DOES NOT AFFECT OPERATION; () NORMAL WEAR AND TEAR; (J) ISSUES OR
OBSOLESCENCE OF LICENSED SOFTWARE DUE TO CHANGES IN CUSTOMER OR
AUTHORIZED USER REQUIREMENTS, EQUIPMENT, OR SYSTEMS; (K) TRACKING AND
LOCATION-BASED SERVICES; OR (L) BETA SERVICES.
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6.3. Voluntary Remedies. WatchGuard is not obligated to remedy, repair, replace, or refund
the purchase price for the disclaimed or excluded issues in the MCA or Section 6.2 —
Additional Exclusions above, but if WatchGuard agrees to provide Services to help resolve
such issues, Customer will reimburse WatchGuard for its reasonable time and expenses,
including by paying WatchGuard any Fees set forth in an Ordering Document for such Services,
if applicable.

5 Copyright Notices. The existence of a copyright notice on any Licensed Software will
not be construed as an admission or presumption of publication of the Licensed Software or
public disclosure of any trade secrets associated with the Licensed Software.

8. Survival. The following provisions will survive the expiration or termination of this
EPSLA for any reason: Section 3 - Licensed Software License and Restrictions; Section 4
-~ Term; Section 5 — Payment; Section 6.2 — Additional Exclusions; Section 8 — Survival.
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Subscription Software Addendum

This Subscription Software Addendum (this “SSA”) is entered into between WatchGuard Video,
Inc., with offices at 415 E. Exchange Parkway, Allen, TX 75002 (“WatchGuard”) and the entity
set forth in the signature block below or in the MCA (“Customer”), and will be subject to, and
governed by, the terms of the Master Customer Agreement entered into between the Parties,
effective as of [ | (the “MCA”). Capitalized terms used in this SSA, but not defined
herein, will have the meanings set forth in the MCA.

1. Addendum. This SSA governs Customer's purchase of Subscription Software (and, if
set forth in an Ordering Document, related Services) from WatchGuard, and will form part of the
Parties’ Agreement. Additional Subscription Software-specific Addenda or other terms and
conditions may apply to certain Subscription Software, where such terms are provided or
presented to Customer.

2. Delivery of Subscription Software.

2.1. Delivery. During the applicable Subscription Term (as defined below), WatchGuard will
provide to Customer the Subscription Software set forth in an Ordering Document, in
accordance with the terms of the Agreement.WatchGuard will provide Customer advance notice
(which may be provided electronically) of any planned downtime. Delivery will occur upon
Customer’s receipt of credentials required for access to the Subscription Software or upon
WatchGuard otherwise providing access to the Subscription Software. If agreed upon in an
Ordering Document, WatchGuard will also provide Services related to such Subscription
Software.

2.2. Moaodifications. In addition to other rights to modify the Products and Services set forth in
the MCA, WatchGuard may modify the Subscription Software, any associated recurring
Services and any related systems so long as their functionality (as described in the applicable
Ordering Document) is not materially degraded. Documentation for the Subscription Software
may be updated to reflect such modifications. For clarity, new features or enhancements that
are added to any Subscription Software may be subject to additional Fees.

2.3. User Credentials. If applicable, WatchGuard will provide Customer with administrative
user credentials for the Subscription Software, and Customer will ensure such administrative
user credentials are accessed and used only by Customer's employees with training on their
proper use. Customer will protect, and will cause its Authorized Users to protect, the
confidentiality and security of all user credentials, including any administrative user credentials,
and maintain user credential validity, including by updating passwords. Customer will be liable
for any use of the Subscription Software through such user credential (including through any
administrative user credentials), including any changes made to the Subscription Software or
issues or user impact arising therefrom. To the extent WatchGuard provides Services to
Customer in order to help resolve issues resulting from changes made to the Subscription
Software through user credentials, including through any administrative user credentials, or
issues otherwise created by Authorized Users, such Services will be billed to Customer on a
time and materials basis, and Customer will pay all invoices in accordance with the payment
terms of the MCA.

2.4. Beta Services. If WatchGuard makes any beta version of a sofiware application (“Beta
Service") available to Customer, Customer may choose to use such Beta Service at its own
discretion, provided, however, that Customer will use the Beta Service solely for purposes of
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Customer’s evaluation of such Beta Service, and for no other purpose. Customer acknowledges
and agrees that all Beta Services are offered “as-is” and without any representations or
warranties or other commitments or protections from WatchGuard. WatchGuard will determine
the duration of the evaluation period for any Beta Service, in its sole discretion, and
WatchGuard may discontinue any Beta Service at any time. Customer acknowledges that Beta
Services, by their nature, have not been fully tested and may contain defects or deficiencies.

3. Subscription Software License and Restrictions.

3.1. Subscription Software License. Subject to Customer's and its Authorized Users’
compliance with the Agreement, including payment terms, WatchGuard hereby grants Customer
and its Authorized Users a limited, non-transferable, non-sublicenseable, and non-exclusive
license to use the Subscription Software identified in an Ordering Document, and the associated
Documentation, solely for Customer’s internal business purposes. The foregoing license grant
will be limited to use in the territory and to the number of licenses set forth in an Ordering
Document (if applicable), and will continue for the applicable Subscription Term. Customer may
access, and use the Subscription Software only in Customer's owned or controlled facilities,
including any authorized mobile sites; provided, however, that Authorized Users using
authorized mobile or handheld devices may also log into and access the Subscription Software
remotely from any location. No custom development work will be performed under this
Addendum.

3.2. End User Licenses. Notwithstanding any provision to the contrary in the Agreement,
certain Subscription Software is governed by a separate license, EULA, or other agreement,
including terms governing third-party software, such as open source software, included in the
Subscription Software. Customer will comply, and ensure its Authorized Users comply, with

such additional license agreements.

3.3. Customer Restrictions. Customers and Authorized Users will comply with the applicable
Documentation and the copyright laws of the United States and all other relevant jurisdictions
(including the copyright laws where Customer uses the Subscription Software) in connection
with their use of the Subscription Software. Customer will not, and will not allow others including
the Authorized Users, to make the Subscription Software available for use by unauthorized third
parties, including via a commercial rental or sharing arrangement; reverse engineer,
disassemble, or reprogram software used to provide the Subscription Software or any portion
thereof to a human-readable form; modify, create derivative works of, or merge the Subscription
Software or software used to provide the Subscription Software with other software; copy,
reproduce, distribute, lend, or lease the Subscription Software or Documentation for or to any
third party; take any action that would cause the Subscription Software, software used to
provide the Subscription Software, or Documentation to be placed in the public domain; use the
Subscription Software to compete with WatchGuard; remove, alter, or obscure, any copyright or
other notice; share user credentials (including among Authorized Users); use the Subscription
Software to store or transmit malicious code; or attempt to gain unauthorized access to the
Subscription Software or its related systems or networks.

4. Term.

4.1. Subscription Terms. The duration of Customer's subscription to the first Subscription
Software and any associated recurring Services ordered under this SSA (or the first
Subscription Software or recurring Service, if multiple are ordered at once) will commence upon
delivery of such Subscription Software (and recurring Services, if applicable) and will continue
for a twelve (12) month period or such longer period identified in an Ordering Document (the
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“Initial Subscription Period”). Following the Initial Subscription Period, Customer's
subscription to the Subscription Software and any recurring Services will automatically renew for
additional twelve (12) month periods (each, a “Renewal Subscription Year”), unless either
Party notifies the other Party of its intent not to renew at least thirty (30) days before the
conclusion of the then-current Subscription Term. (The Initial Subscription Period and each
Renewal Subscription Year will each be referred to herein as a “Subscription Term".)
WatchGuard may increase Fees prior to any Renewal Subscription Year. In such case,
WatchGuard will notify Customer of such proposed increase no later than thirty (30) days prior
to commencement of such Renewal Subscription Year. Unless otherwise specified in the
applicable Ordering Document, if Customer orders any additional Subscription Software or
recurring Services under this SSA during an in-process Subscription Term, the subscription for
each new Subscription Software or recurring Service will (a) commence upon delivery of such
Subscription Software or recurring Service, and continue until the conclusion of Customer’s
then-current Subscription Term (a “Partial Subscription Year”), and (b) automatically renew for
Renewal Subscription Years thereafter, unless either Party notifies the other Party of its intent
not to renew at least thirty (30) days before the conclusion of the then-current Subscription
Term. Thus, unless otherwise specified in the applicable Ordering Document, the Subscription
Terms for all Subscription Software and recurring Services hereunder will be synchronized.

4.2. Temm. The term of this SSA (the “SSA Term”) will commence upon either (a) the
Effective Date of the MCA, if this SSA is attached to the MCA as of such Effective Date, or (b)
the SSA Date set forth on the signature page below, if this SSA is executed after the MCA
Effective Date, and will continue until the expiration or termination of all Subscription Terms
under this SSA, unless this SSA or the Agreement is earlier terminated in accordance with the
terms of the Agreement.

4.3. Termination. Notwithstanding the termination provisions of the MCA, WatchGuard may
terminate this SSA (or any Addendum or Ordering Documents hereunder), or suspend delivery
of Subscription Software or Services, immediately upon notice to Customer if (a) Customer
breaches Section 3 — Subscription Software License and Restrictions of this SSA, or any
other provision related to Subscription Software license scope or restrictions set forth in an
Addendum or Ordering Document, or (b) it determines that Customer’s use of the Subscription
Software poses, or may pose, a security or other risk or adverse impact to any Subscription
WatchGuard, WatchGuard’'sSoftware, systems, or any third party (including other WatchGuard
customers). Customer acknowledges that WatchGuard made a considerable investment of
resources in the development, marketing, and distribution of the Subscription Software and
Documentation, and that Customer’s breach of the Agreement will result in irreparable harm to
WatchGuard for which menetary damages would be inadequate. If Customer breaches this
Agreement, in addition to termination, WatchGuard will be entitled to all available remedies at
law or in equity (including immediate injunctive relief).

4.4. Wind Down of Subscription Software. In addition to the termination rights in the MCA,
WatchGuard may terminate any Ordering Document and Subscription Term, in whole or in part,
in the event WatchGuard plans to cease offering the applicable Subscription Software or
Service to customers.

5. Payment.

5.1. Payment. Unless otherwise provided in an Ordering Document (and notwithstanding the
provisions of the MCA), Customer will prepay an annual subscription Fee set forth in an
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Ordering Document for each Subscription Software and associated recurring Service, before the
commencement of each Subscription Term. For any Partial Subscription Year, the applicable
annual subscription Fee will be prorated based on the number of months in the Partial
Subscription Year. The annual subscription Fee for Subscription Software and associated
recurring Services may include certain one-time Fees, such as start-up fees, license fees, or
other fees set forth in an Ordering Document. WatchGuard will have the right to suspend the
Subscription Software and any recurring Services if Customer fails to make any payments when
due.

5.2. License True-Up. WatchGuard will have the right to conduct an audit of total user
licenses credentialed by Customer for any Subscription Software during a Subscription Term,
and Customer will cooperate with such audit. If WatchGuard determines that Customer’s usage
of the Subscription Software during the applicable Subscription Term exceeded the total number
of licenses purchased by Customer, WatchGuard may invoice Customer for the additional
licenses used by Customer, pro-rated for each additional license from the date such license was
activated, and Customer will pay such invoice in accordance with the payment terms in the
MCA.

6. Liability.

6.1. ADDITIONAL EXCLUSIONS. IN ADDITION TO THE EXCLUSIONS FROM DAMAGES
SET FORTH IN THE MCA, AND NOTWITHSTANDING ANY PROVISION OF THE
AGREEMENT TO THE CONTRARY, WATCHGUARD WILL HAVE NO LIABILITY FOR (A)
INTERRUPTION OR FAILURE OF CONNECTIVITY, VULNERABILITIES, OR SECURITY
EVENTS; (B) DISRUPTION OF OR DAMAGE TO CUSTOMER'S OR THIRD PARTIES’
SYSTEMS, EQUIPMENT, OR DATA, INCLUDING DENIAL OF ACCESS TO USERS, OR
SHUTDOWN OF SYSTEMS CAUSED BY INTRUSION DETECTION SOFTWARE OR
HARDWARE; (C) AVAILABILITY OR ACCURACY OF ANY DATA AVAILABLE THROUGH THE
SUBSCRIPTION SOFTWARE OR SERVICES, OR INTERPRETATION, USE, OR MISUSE
THEREOF; (D) TRACKING AND LOCATION-BASED SERVICES; OR (E) BETA SERVICES.

6.2. Voluntary Remedies. WatchGuard is not obligated to remedy, repair, replace, or refund
the purchase price for the disclaimed or excluded issues in the MCA or Section 6.1 -
Additional Exclusions above, but if WatchGuard agrees to provide Services to help resolve
such issues, Customer will reimburse WatchGuard for its reasonable time and expenses,
including by paying WatchGuard any Fees set forth in an Ordering Document for such Services,
if applicable.

A WatchGuard as a Controller or Joint Controller. In all instances where WatchGuard
acts as a controller of data, it will comply with the applicable provisions of the Motorola Privacy
Statement at https://www.motorolasolutions.com/en_us/about/privacy-
policy.html#privacystatement as may be updated from time to time. WatchGuard holds all
Customer Contact Data as a controller and shall Process such Customer Contact Data in
accordance with the Motorola Privacy Statement. In instances where WatchGuard is acting as a
joint controller with Customer, the Parties will enter into a separate Addendum to the Agreement
to allocate the respective roles as joint controllers.
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8. Survival. The following provisions will survive the expiration or termination of this SSA
for any reason: Section 4 — Term; Section 5 — Payment; Section 6.1 — Additional
Exclusions; Section 8 — Survival.



Video as a Service Addendum

Removed due to confidential information
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WATCH () GURARD

DIGITAL IN CAR VIDEDO

21% of January 2020

Prospective WatchGuard Video Customer

Reference: WatchGuard Video Sole Source Letter

To whom it may concern:

WatchGuard Video is the exclusive and sole manufacturer of the DV-1 Digital In-Car Video System,
the 4RE Digital In-Car Video System, the High Fidelity Wireless Microphone System, and the VISTA
and V300 wearable camera systems. With the exception of the following agreements, these products

are represented and sold only by WatchGuard Video Regional Sales Managers selling factory direct in

protected sales territories. The exceptions to this are agreements allowing resellers to distribute

WatchGuard products on a General Services Administration Contract (GSA), and State Contracts in

Pennsylvania, Louisiana, and New Jersey. WatchGuard is the only company able to provide warranties

and maintenance for the above-mentioned products.

Additionally, several important and unique features are available only with these products;

DV-1 and 4RE Unique Features

DV-1

Record-After-The-Fact provides the ability to retrieve video not previously recorded as an
event for up to 60 hours of ignition time for retrieval and downloading,.

Through the automatic media overflow function, a DVD (DV-1) or Removable USB Drive
(4RE) can be full and the hard drive buffer stores all video until a new DVD or USB Drive
is placed in the system. At that time all of the recorded events are captured without 1
second of loss.

The system records digital video onto rewritable DVD-Video discs that play in consumer
DVD players, allowing for the actual evidence recorded in the car to be the exact evidence
presented in court. The system records pre and post event as part of the same Title and not
separated. The DVD burning process happens in real-time, and while in motion.
Supervisors can recover up to 6 of the previous DVDs recorded in the event a DVD is
damaged. The system creates a mirror image of the original.

The DVD recorder is isolated from shock and vibration using a silicone-oil dampened
suspension system.

The complete system is offered in a 1-Piece overhead mounted version that mounts
conveniently using an overhead mounting bracket.

415 E. Exchange - Allen, TX - 75002
Toll Free (800) 605-6734 - Main (972) 423-9777 - Fax (972) 423-9778
www.WatchGuardVideo.com
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DIGITAL IN CAR VIDEDO

4RE is the only high-definition digital in-car video system available today that features the
Patented multiple resolution encoding. This allows the front camera to record in two
different IACP compliant resolutions simultaneously, allowing the most critical events to be
saved in 720P high-definition and the routine events to be saved in 480P (864x480)
resolution.

4RE exclusively offers the Panoramic X2 camera, manufactured only by WatchGuard Video,
which is the industry’s only dual lens, rotatable turret camera which houses a 68-degree
rotatable camera and a 150 degree panoramic camera.

Wireless Microphone

The Hi-Fi microphone has near CD quality high fidelity sound, a line of sight range of one
to two miles, and superior building penetration capabilities.

Using patent pending intelligent standby and a lithium polymer battery gives the microphone
its extraordinary battery life of up to 24 hours of talk time, and up to 30 days of standby
time.

The wireless microphone holsters are manufactured exclusively for WatchGuard and
manufactured to WatchGuard transmitter specification.

VISTA

V300

VISTA is constructed with industrial grade components and is manufactured in the U.S.A. It
is capable of recording both High Definition and Standard Definition video, and battery life
capable of recording at least 9 continuous hours of HD video. VISTA has other unique
features, including:
O The only wearable camera to integrate with the WatchGuard Video Evidence Library
and Evidence Library Express video and evidence management applications.
O Record-After-The-Fact which gives the ability to retrieve video not previously
recorded as an event

0 Quick Connect Mobile Charger

The WatchGuard V300 HD body camera and its continuous-operation capabilities solve the
dilemma of keeping cameras and officers productive beyond a 12-hour shift. A detachable
battery is easily changed by the officer, and 128 GB of memory ensures space for all recorded
events. The only wearable camera to integrate with the WatchGuard Video Evidence Library
and Evidence Library Express video and evidence management applications.

O Detachable Battery - Easily change the WatchGuard V300 detachable battery while

on the go.
0 Wireless Uploading - Send critical video back to headquarters while still in the field.

415 E. Exchange - Allen, TX - 75002
Toll Free (800) 605-6734 - Main (972) 423-9777 - Fax (972) 423-9778
www.WatchGuardVideo.com
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O Incident Recovery - Go back in time and capture video from events days after they
happened, even when the record button was never pressed.

O Natural Field of View - Eliminate the fisheye effect from wide-angle lenses that
warps video footage. Distortion correction technology provides a clear and complete
evidence review process.

O Integrated with In-Car System - One or more WatchGuard V300 cameras and a 4RE
in-car system can work seamlessly as a single system, capturing synchronized video
of an incident from multiple vantage points.

Respectfully submitted,
W
Troy Montgomery

Director of Sales
WatchGuard Video, Inc.

415 E. Exchange - Allen, TX - 75002
Toll Free (800) 605-6734 - Main (972) 423-9777 - Fax (972) 423-9778
www.WatchGuardVideo.com
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AGENDA ITEM NO: 4.C.2

REQUEST FOR BOARD ACTION

MEETING DATE: February 8, 2022
DEPARTMENT: Police Department

SUBJECT: Waive the Competitive Bidding Requirements and Approve the Purchase of
Watch Guard/Motorola Solutions V300 Body Cameras, Licenses, Hardware and
Software Warranties

EXECUTIVE SUMMARY

In FY21 the department began the implementation of a body-worn camera program. Obtaining the Watch
Guard (now Motorola Solutions) body worn cameras allows for integration with the Watch
Guard/Motorola Solutions in-squad video systems. The V300 Camera is a sole source body worn camera
permitting integration with the Watch Guard/Motorola Solutions in-squad camera system, the sole source
need is based again on the Advanced Business Network (ABN) recommendation of purchasing Watch
Guard/Motorola Solutions. The implementation of the body worn camera program began with the
purchase of twenty Watch Guard/Motorola Solutions V300 Body Cameras in FY21. The body-worn
camera systems will operate off of the same server hardware for storage as the in-squad video system.

This second phase of purchasing twenty (20) Watch Guard /Motorola Solutions V300 Body Worn Cameras
will complete the project and allow for the submittal of grant funds to meet the required implementation
timeline.

The agreement with Watch Guard/Motorola Solutions was established upon the purchase of the initial
twenty (20) V300 Body Worn Cameras and in-squad camera infrastructure the Village Board approved on
May 27, 2021. No additional signed agreements are required per Motorola Solutions. Terms for the
warranties of the twenty (20) V300 Body Worn Cameras commence upon equipment delivery, which run
for five years.

FINANCIAL IMPACT

The second phase of the body worn camera project requires the purchase of twenty (20) V300 Body Worn
Cameras at a cost of $22,470.00 for hardware equipment, $17,300.00 for hardware and software
maintenance warranties for a period of five years, and $3900.00 for license and device fees. Total purchase
price including all hardware, software, warranties and license fees is $43,670.00. This cost is $430.00 under
the Capital Fund budget request.

ATTACHMENTS

1. Watch Guard/Motorola Solutions Body Camera Quote with Equipment Brochure
2. Original Master Agreement (same as item 4.C.1 attachment 2)
3. Watch Guard Sole Source Letter (same as item 4.C.1 attachment 3)
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RECOMMENDED MOTION

Motion to waive the competitive bidding process and approve the purchase of (20) twenty Watch
Guard/Motorola Solutions V300 Body Worn Camera System, at a cost not to exceed $43,670.00.
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0 MOTOROLA SOLUTIONS

Quote For:

Lake In The Hills Police Department
Attn: Pat Boulden

Reference:
v300

Quote By:

WatchGuard Video / Motorola Solutions
Ronn Solis

Date: 01-14-22

Serving Law Enforcement with the Most Compelling, Quality Video Products



MOTOROLA SOLUTIONS
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Motorola Solutions is a global leader in mission-critical communications. Our technology platforms in communications,
command center software, video security & analytics, and managed & support services make cities safer and help

communities and businesses thrive.

We have a rich history of firsts, including pioneering mabile communications in the 1930s, making equipment that carried

the first words from the moon in 1969 and developing the first commercial handheld cellular phone in 1983.

Today, our global employees are committed to designing and delivering the solutions our customers refer to as their lifeline.

At Motorola Solutions, we are ushering in a new era in public safety and security.
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0 MOTOROLA SOLUTIONS

Motarala Solutions, Inc. 500 West Monroe Street, Chicago, Il 60661 U.S.A. motorolasolutions.com

BY THE NUMBERS

$7.3 BILLION

in annual sales (2018)

$637 MILLION
in R&D spending (2018)

$3.3 BILLION

in acquisitions spending since 2016

17,000+ EMPLOYEES

in 60 countries

100,000+ CUSTOMERS

in over 100 countries

6,900+ PATENTS
granted and pending

13,000 NETWORKS

across the globe

MOTOROLA, MOTO, MOTOROLA SOLUTIONS and the Stylized M Logo are trademarks or registered trademarks of Motorola Trademark Holdings, LLC and are used under

license. All other trademarks are the property of their respective owners. © 2019 Motorola Solutions, Inc. Al rights reserved. 12-2019
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WatchGuard Video

415 E. Exchange

Allen, TX 75002

(P) 800-605-6734 (F) 212-383-9661

@ MOTOROLA SOLUTIONS

Prepared For:

Lake In The Hills Police Department - Attention: Pat Boulden QUOTATION - 22T-0487-02
v300
DATE: 01-14-22
PROJECT QUOTATION

We at WatchGuard Video are pleased to quote the following systems for the above referenced project:

Deliverables / Materials / Services Sell Price Amount
V300, WiFi/Bluetooth Wearable Camera, with Magnetic Chest Mount 20 $895.00 $17,900.00
BW-V30-10--

V300, WiFi/Bluetooth Wearable Camera
Magnetic Chest Mount

Pre Configured V300 Transfer Station Il with Power Supply and Cables. 2 $1,495.00 $2,990.00
BW-ACK-V3-TSC

V300 Transfer Station Il

TS02, D350, 8-Slot Rack Mount Charge/Upload Dock, 10GB

includes kit with Power Supply and Cables.

V300, Battery, Removable and Rechargable, 3.8V, 4180mAh 20 $79.00 $1,580.00
WGP02614
V300 Base Assembly, USB Desktop Dock 20 $0.00 $0.00

WGA00640-KIT1

Warranty, V300 3 Year, No-Fault 20 $450.00 $9,000.00
WGWO00300-003

Warranty, V300, 4th Year, (requires No Fault Warranty) 20 $180.00 $3,600.00
WGWO00300-004

Warranty, V300, 5th Year, (requires No Fault Warranty) 20 $235.00 $4,700.00

WGW00300-005
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Evidence Library 5, VISTA/V300 Annual Device License & Support Fee 20 $195.00 $3,900.00
WGP02400-520

Total Price $43,670.00

Notes:

1. This Quote is valid for 90 days from the Quote Date. Pricing may change thereafter.

2. Any sales transaction resulting from this Quote is based on and subject to the applicable Motorola's Standard Terms and
Conditions, notwithstanding terms and conditions on purchase orders or other Customer ordering documents.

3. Motorola's Standard Terms and Conditions are found at www.motorolasolutions.com/product-terms.

4. Payment Terms: Equipment-Net 30 days upon shipment; Installation-Net 30 days upon completion; Services and
Subscription Agreements-Net 30 days from receipt of Order.

5. The pricing in this Quote does not include any applicable taxes (e.g. sales/use tax).
6. UNLESS OTHERWISE NOTED IN THIS QUOTE / ORDER, INSTALLATION OF EQUIPMENT IS NOT INCLUDED

Quoted by: Ronn Solis - 469-543-9232 - ronn.solis@motorolasolutions.com
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WATCHGUARD V300
CONTINUOUS-OPERATION BODY CAMERA

The WatchGuard V300 continuous-operation body camera with detachable battery, wireless uploading and
expansive storage addresses law enforcement’s need for cameras to operate beyond a 12-hour shift.

DATA SHEET | WATCHGUARD V300 BODY CAMERA

m MOTOROLA SOLUTIONS
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KEY FEATURES

DETACHABLE BATTERY - Easily change
the WatchGuard V300's rechargeable
battery while on the go. Keep an extra
battery at the ready for unexpectedly long
shifts, extra shifts or part-time jobs where
a body camera is required.

AUTOMATIC WIRELESS UPLOADING
— Send critical video back to headquarters
while still in the field. When docked in
the vehicle, the V300 uploads to evidence
management systems via wireless
networks like LTE and FirstNet, anytime,
anywhere.

INTEGRATED WITH IN-CAR SYSTEM
— One or more V300 cameras and a
WatchGuard 4RE® in-car system can work
seamlessly as a single system, capturing
synchronized video of an incident from
multiple vantage points.

SPECIFICATIONS

Dimensions

26x1.1x3.6in(65x29x91 mm)
WxDxH

Return to Agenda

NATURAL FIELD OF VIEW — Eliminate
the fisheye effect from wide-angle lenses
that warps video footage. Our distortion
correction technology provides a clear and
complete evidence review process.

ABSOLUTE ENCRYPTION - Elevate your
data security with encryption at rest and in
transit technology. V300 guards your data
and your reputation.

RECORD-AFTER-THE-FACT — Go back

in time and capture video from events

days after they happened, even when a
recording wasn't automatically triggered or
initiated by the officer. Don't rely on mere
seconds of pre-event buffering to prove
your case.

Microphones
Dual

Weight
6.8 0z (193 g)

Vertical Field of View
Electronic Turret +15° /- 20°

Storage
128 GB

Field of View
130°

IP Rating
IP 67

Encryption

At rest and in transit

Resolution
1080p, 720p and 480p

www.motorolasolutions.com/v300
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